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1. BOLUM: GIRIS

Turkiye Cumhuriyeti Anayasasi’na gore, herkes, kendisiyle ilgili kisisel verilerin korunmasini isteme
hakkina sahiptir. Bir Anayasal hak olan kisisel verilerin korunmasi, IHLAS NET Anonim Sirketi
(“IHLAS NET” veya Sirket”) icin blyiik 6nem arz etmekte olup Sirketimizin éncelikleri
arasindadir.

Bu konunun en 6nemli ayagini ise isbu Politika ile yonetilen; Calisan,Calisan Adaylari’mizin, Sirket
Hissedarlari’nin, Sirket Yetkilileri’nin, Ziyaretgi’lerimizin, isbirligi icinde Oldugumuz Kurumlarin
Calisanlari’nin, Hissedarlar’nin ve Yetkilileri’nin ve Uglincii Kisi’lerin kisisel verilerinin korunmasi



olusturmaktadir. Calisanlarimizin KVKK Faaliyetleri ,Kisisel Verilerin Korunmasi ve islenmesi

Politikasi altinda yonetilmektedir.

IHLAS NET, bu Politika ile konuya muhatap tiim gercek kisi’lerin kisisel verilerinin korunmasina

gerekli 6zeni gostermekte ve bunu bir sirket politikasi haline getirmektedir.

Bu kapsamda da, ilgili mevzuat geregince islenen kisisel verilerin korunmasi igin IHLAS NET

tarafindan gereken idari ve teknik tedbirler alinmaktadir.

Bu Politika kapsaminda, IHLAS NET tarafindan kisisel verilerin islenmesine iliskin benimsenen temel

ilkelere dair detayli agiklamalar asagida yer almaktadir:

Kisisel verilerin hukuka ve diiriistliik kurallarina uygun olarak islenmesi,

Kisisel verilerin dogru ve gerektiginde giincel tutulmasi,

Kisisel verilerin belirli, agik ve mesru amaglarla islenmesi,

Kisisel verilerin, iglendikleri amagla baglantili, sinirli ve 6lgiili sekilde islenmesi,

Kigisel verilerin, ilgili mevzuatta 6ngoriilen veya islendikleri amag igin gerekli olan siire
boyunca muhafaza edilmesi,

Kisisel veri sahiplerinin aydinlatiimasi ve bilgilendirilmesi,
Kisisel veri sahiplerinin haklarini kullanabilmeleri icin gerekli sistemlerin olusturulmasi,

Kisisel verilerin glivenli bir sekilde muhafazasi igin gerekli idari ve teknik tedbirlerin
alinmasi,

Kisisel verilerin, isleme amaclarinin gereklilikleri dogrultusunda tctinci kisilere aktariimasi
slrecinde, ilgili mevzuata ve 6698 sayili Kisisel Verilerin Korunmasi Kanunu gergevesinde

Kisisel Verileri Koruma Kurulu diizenlemelerine uygun hareket edilmesi,

Ozel nitelikli kisisel verilerin islenmesi ve korunmasinda azami hassasiyetin gésterilmesi.



1.1. HEDEF

IHLAS NET Kisisel Verilerin Korunmasi (KVK) Politikasi ile, Sirket biinyesinde kisisel verilerin hukuka
uygun olarak islenmesi ve korunmasi konusunda kurumsal farkindaligin artiriimasi
hedeflenmektedir. Bu dogrultuda, mevzuata tam uyumun saglanmasi igin gerekli sistemlerin
olusturulmasi ve surddrlebilir bir diizenin tesis edilmesi hedeflenmektedir.

1.2. AMAC

Bu Politika’nin temel amaci; IHLAS NET tarafindan hukuka uygun sekilde yiiriitiilen kisisel veri
isleme faaliyetleri ile kisisel verilerin korunmasina yonelik benimsenen sistemler hakkinda
actklamalarda bulunmalk, ilgili kisilerin bilgilendirilmesini saglayarak seffafligi temin etmektir.

IHLAS NET Kisisel Verilerin Korunmasi (KVK) Politikasi, kisisel verilerin islenme sartlarini
tanimlamanin yani sira, bu siireglerde Sirket tarafindan benimsenen temel ilkeleri ortaya
koymaktadir. Ayrica, 6698 sayili Kisisel Verilerin Korunmasi Kanunu (“KVKK”) ve ilgili mevzuat
cercevesinde getirilen yukimlultklerin uygulanmasi bakimindan yol gosterici bir ¢cerceve
sunmaktadir.

1.3. KAPSAM VE iHLAS NET KiSIiSEL VERILERIN KORUNMASI VE iSLENMESi POLITiKASI iLE
YONETILEN KiSi GRUPLARI

Bu Politika; Calisan Adaylari’mizin, Sirket Hissedarlari’'nin, Sirket Yetkilileri'nin, Ziyaretci’lerimizin,
isbirligi icinde Oldugumuz Kurumlarin Calisanlari’nin, Hissedarlari’nin, Yetkilileri’nin ve Uglincii
Kisi’lerin otomatik olan ya da herhangi bir veri kayit sisteminin pargasi olmak kaydiyla otomatik
olmayan yollarla islenen tim kisisel verilerine iliskindir.

Yukarida belirtilen kategorilerde yer alan kisisel veri sahipleri gruplarina iliskin isbu Politika’nin
uygulama kapsami Politika’nin tamami olabilecegi gibi (6rn. Ziyaret¢i’'miz de olan Calisan
Adaylari’miz gibi); yalnizca bir kisim hikimleri de (6rn. yalnizca Ziyaretci’lerimiz gibi)
olabilecektir.

IHLAS NET KVK Politikasi kapsami dahilinde olan ve IHLAS NET tarafindan kisisel verileri islenen veri
sahipleri asagida gruplandirilmaktadir:

1) [HLAS NET Calisan Adaylari
[HLAS NET ile hizmet akdi kurulmams ancak kurulmak tizere IHLAS NET
degerlendirmesine alinan kisiler.



2) [HLAS NET is Ortaklar Yetkilileri, Calisanlari
[HLAS NET” in ticari iligki iginde oldugu kuruluslarin gergek kisi yetkilileri,
hissedarlari, ¢alisanlari.

3) [IHLAS NET Ziyaretgcileri
IHLAS NET binalarim veya IHLAS NET tarafindan isletilen internet sitelerini
ziyaret eden gercek kisiler.

4) Diger Gergek Kisiler
[HLAS NET Caliganlari Kisisel Verilerin Korunmasi ve Islenmesi Politikasi
kapsaminda olmayan tim ger¢ek kisiler.

1.4. iIHLAS NET KiSiSEL VERILERIN KORUNMASI VE iSLENMESi POLITiKASI’NIN DIiGER
DOKUMANLAR iLE OLAN iLiSKiSi OLAN iLiSKisi

IHLAS NET, bu Politika ile ortaya koydugu esaslari yalnizca kendi biinyesinde degil, ayni
zamanda Grup Sirketleri nezdinde de kisisel verilerin korunmasi ve islenmesi konusunda temel
politika olarak benimsemektedir. Bu kapsamda, i¢ kullanima yonelik proseddrler bulunmakta ve
tim siireclerde bitlinliik saglanmaktadir.

Sirket ici politikalarin temel esaslari, ilgili oldugu 6l¢lide kamuoyuna acik politikalara da
yansitilarak; kisisel veri sahiplerinin bilgilendirilmesi, seffaflik ve hesap verebilirligin
giiclendirilmesi amacglanmaktadir. Béylece IHLAS NET’in yiriittigi kisisel veri isleme faaliyetleri
hem yasal uyum hem de kurumsal sorumluluk ilkeleri dogrultusunda glivence altina
alinmaktadir.

1.5. POLITiKA’NIN ve iLGiLi MEVZUATIN UYGULANMASI

Kisisel verilerin islenmesi ve korunmasi konusunda yurirlikte bulunan ilgili kanuni
dizenlemeler 6ncelikle uygulama alani bulacaktir. Yirtrlikte bulunan mevzuat ve Politika
arasinda uyumsuzluk bulunmasi durumunda, IHLAS NET yiirirlikteki mevzuatin uygulama alani
bulacagini kabul etmektedir.

Politika, ilgili mevzuat tarafindan ortaya konulan kurallarin iIHLAS NET uygulamalari kapsaminda
somutlastirilarak diizenlenmesinden olusturulmustur. iIHLAS NET, KVK Kanunu’nda éngériilen
ylrirlik strelerine uygun hareket etmek Uzere gerekli sistem ve hazirliklarini yliritmektedir.

1.6. POLITIKA’NIN YUORURLUGU ve DEGiSimi
Bu Politika, IHLAS NET Yénetim Kurulu tarafindan onaylandig tarihten itibaren yirirlige girer.

Politikada belirtilen hususlarin, belirli konular 6zelinde nasil uygulanacagini gostermek lizere
hazirlanacak uygulama kurallari, prosedir seklinde diizenlenmis ve Yonetim onayiyla ylrurlige
konulmustur.

Politika, https://www.ihlas.net.tr/ adresinde yayimlanarak kamuoyunun bilgisine sunulmustur.
Basta 6698 sayili Kisisel Verilerin Korunmasi Kanunu olmak tzere yururlikteki mevzuat



hikimleri ile bu Politika arasinda geliski olmasi halinde, mevzuat hiikiimleri esas alinir.

https://www.ihlas.net.tr/Bu Politika, her halikarda yilda en az bir kez gézden gegirilir ve
gerekli goriilen degisiklikler Yonetim onayina sunularak giincellenir. Sirketimiz, yasal
diizenlemelere paralel olarak Politika tGzerinde degisiklik yapma hakkini sakli tutar. Politika’nin
giincel versiyonuna ihlas Net’in kurumsal web sitesi (https://www.ihlas.net.tr/ ) (izerinden
erisim saglanabilir.

BOLUM: TANIMLAR ve KISALTMALAR

1.7. TANIMLAR

Acik Riza: Belirli bir konuya iliskin olarak, ilgili kisinin yeterli diizeyde
bilgilendirilmesi suretiyle, 6zglir iradesine dayali olarak
verdigi riza.

Anonim Hale Getirme: Kisisel verilerin, kimligi belirli veya belirlenebilir bir gercek

kisiyle iliskilendirilemeyecek ve bu durumun geri
dondirilemeyecek sekilde degistirilmesidir.

Bagvuru Formu: Kisisel veri sahiplerinin, 6698 sayil Kisisel Verilerin Korunmasi
Kanunu (“KVKK”) kapsaminda sahip olduklari haklarini
kullanabilmek icin Veri Sorumlusu’na iletecekleri taleplerini
iceren “ilgili Kisi (Kisisel Veri Sahibi) Bagvuru Formu”.

Calisan Adayi: IHLAS NET’e herhangi bir ydntemle is basvurusunda bulunan veya
dzgecmisi ile ilgili bilgilerini IHLAS NET’in degerlendirmesine sunan
gergek kisilerdir.

isbirligi icinde Oldugumuz iHLAS NET’in is ortag, tedarikgi vb. her tiirlii is iliskisi icerisinde
Kurumlarin Calisanlari, bulundugu kurumlarda gorev yapan ¢alisanlar ile bu kurumlarin
Hissedarlari ve Yetkilileri: hissedarlari ve yetkilileri dahil olmak lzere gercek kisilerdir.

Is Ortag: IHLAS NET’in, ticari faaliyetlerini yiriitiirken dogrudan veya

Grup Sirketleri ile birlikte; cesitli projeler gerceklestirmek,
hizmet almak ya da benzeri amaglarla is birligi yaptig
taraflardir.

Kisisel Veri: Kimligi belirli veya belirlenebilir gercek kisiye ait her tiirli bilgi.




Kigisel Saglik Verisi:

Kimligi belirli veya belirlenebilir gergek kisiye ait her tirla
saglik bilgisi.

Ozel Nitelikli Kisisel Veri:

Irk, etnik kdken, siyasi diislince, felsefi inang, din, mezhep
veya diger inanglar, kilik ve kiyafet, dernek, vakif ya da
sendika tyeligi, saglk, cinsel hayat, ceza mahk{miyeti ve
gluvenlik tedbirlerine iliskin veriler ile biyometrik ve genetik
verilerdir.

Kisisel Veri Sahibi:

Kisisel verisi islenen gergek kisi.

Kisisel Verilerin islenmesi:

Kisisel verilerin tamamen veya kismen otomatik yollarla ya
da herhangi bir veri kayit sisteminin pargasi olmak kaydiyla
otomatik olmayan yollarla elde edilmesi, kaydedilmesi,
depolanmasi, muhafaza edilmesi, degistirilmesi, yeniden
dizenlenmesi, aciklanmasi, aktarilmasi, devralinmasi,
erisilebilir hale getirilmesi, siniflandiriimasi veya
kullanilmasinin engellenmesi gibi veriler lizerinde
gerceklestirilen her tarld islemdir.

Sirket Hissedari:

IHLAS NET’in hissedari gercek kisiler

Sirket Yetkilisi:

IHLAS NET yénetim kurulu lyesi ve diger yetkili gercek kisiler.

Tedarikgi:

IHLAS NET’in ticari faaliyetlerini yiritirken, sézlesmeye dayali
olarak ve Sirket’in emir ve talimatlarina uygun sekilde IHLAS NET’e
hizmet sunan taraflardir.

Grup Sirketleri Misterisi:

IHLAS NET ile dogrudan bir sézlesmesel iliskisi bulunup
bulunmadigina bakilmaksizin, iIHLAS NET is birimlerinin yirittigi
operasyonlar kapsaminda Grup Sirketleri ile olan is iliskileri
araciligiyla kisisel verileri elde edilen gergek kisilerdir.

Uclinci Kisi: Politika kapsaminda farkl bir sekilde tanimlanmamis olan,
kisisel verileri Politika kapsaminda islenen gercek kisiler
Veri isleyen: Veri sorumlusunun verdigi yetkiye dayanarak onun adina

kisisel veri isleyen gercek ve tizel kisi.




Veri Sorumlusu: Kisisel verilerin isleme amaclarini ve vasitalarini belirleyen,
veri kayit sisteminin kurulmasindan ve yonetilmesinden

sorumlu olan gergek veya tiizel kisi.

Veri Sorumlulari Sicili: Kisisel Verileri Koruma Kurumu Bagkanhgi gézetiminde,
Kisisel Verileri Koruma Kurulu’nun denetiminde tutulan
ve kamuya acik olan veri sorumlulari kayit sistemidir.

Ziyaretgi: IHLAS NET’in sahip oldugu fiziksel yerleskelere cesitli amaclarla
girmis olan veya internet sitelerimizi ziyaret eden gercek kisiler.




1.8. KISALTMALAR

24 Mart 2016 tarihinde kabul edilen ve 7 Nisan 2016 tarihli,

KVK Kanunu: 29677 sayil Resmi Gazete’de yayimlanarak yurirlige giren
6698 sayili Kisisel Verilerin Korunmasi Kanunu’dur.
7 Kasim 1982 tarihinde kabul edilen ve 9 Kasim 1982 tarihli,
Anayasa: 17863 sayili Resmi Gazete’de yayimlanarak yurirliige giren

2709 sayili Tiirkiye Cumhuriyeti Anayasasi’dir.

IHLAS NET / Sirket:

IHLAS NET Anonim Sirketi

ihlas Grubu / Grup Sirketi: ihlas Grubuna Bagli Sirketler (tek tek veya tamami)
KVK Kurulu: Kisisel Verileri Koruma Kurulu
KVK Kurumu: Kisisel Verileri Koruma Kurumu

KVK Politikasi / Politika:

IHLAS NET Kisisel Verilerin Korunmasi ve islenmesi
Politikasi’ni ifade eder.

Kisisel Saglk Verilerinin
islenmesine iliskin
Yonetmelik:

20 Ekim 2016 tarihli ve 29863 sayili Resmi Gazete’de
yayimlanan Kisisel Saglik Verilerinin islenmesi ve
Mahremiyetinin Saglanmasi Hakkinda Yénetmeliktir.

Tirk Ceza Kanunu:

26 Eylll 2004 tarihinde kabul edilen ve 12 Ekim 2004 tarihli,
25611 sayil Resmi Gazete’de yayimlanarak yirurlige giren
5237 sayili Turk Ceza Kanunu’dur.




2. BOLUM: KiSISEL VERILERIN iSLENMESI

IHLAS NET, Anayasa’nin 20. maddesi ve 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 4.
maddesi uyarinca, kisisel verilerin islenmesi stireclerinde asagidaki ilkelere uygun hareket
etmektedir:

e Hukuka ve diiriistliik kurallarina uygunluk,

e Dogru ve gerektiginde giincel olma,
o Belirli, agik ve mesru amaglar dogrultusunda islenme,
e Amagla baglantili, sinirli ve 6lgiilii olma.

IHLAS NET, kisisel verileri yalnizca kanunlarda éngériilen siire boyunca veya isleme amacinin
gerektirdigi stire ile sinirli olmak lizere muhafaza etmekte, bu siirelerin sona ermesi halinde kisisel
verileri ilgili mevzuata uygun olarak silmekte, yok etmekte veya anonim hale getirmektedir.

IHLAS NET, Anayasa’nin 20. maddesi ve 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 5.
maddesi uyarinca, kisisel verileri yalnizca Kanun’un 5. maddesinde belirtilen isleme sartlarindan
bir veya birkacina dayali olarak islemektedir.

Ayrica IHLAS NET, Anayasa’nin 20. maddesi ve KVKK’nin 10. maddesi kapsaminda, kisisel veri
sahiplerini aydinlatma ylukimluliginl yerine getirmekte ve ilgili kisilerin bilgi talep etmesi halinde
gerekli bilgilendirmeyi saglamaktadir.

IHLAS NET, 6698 sayil Kisisel Verilerin Korunmasi Kanunu’nun 6. maddesi uyarinca,
ozel nitelikli kisisel verilerin islenmesi siireglerinde mevzuatta 6ngorilen

dizenlemelere uygun hareket etmektedir.

Ayrica IHLAS NET, KVKK’nin 8. ve 9. maddeleri kapsaminda, kisisel verilerin yurt icinde ve yurt
disinda aktarilmasi hususunda kanunda 6ngorilen sartlara ve Kisisel Verileri Koruma Kurulu
tarafindan belirlenen diizenlemelere uygun davranmaktadir.

2.1. KiSISEL VERILERIN MEVZUATTA ONGORULEN iLKELERE UYGUN OLARAK iSLENMESI
2.1.1. Hukuka ve Diiriistliik Kuralina Uygun isleme

IHLAS NET, kisisel verilerin islenmesinde yiiriirliikteki mevzuat ile genel giiven ve diiriistliik
kurallarina uygun hareket etmektedir. Bu kapsamda, kisisel veri isleme faaliyetlerinde orantililik
ilkesi gozetilmekte; kisisel veriler yalnizca isleme amacinin gerektirdigi 6lctide kullanilmakta ve

amac disinda islemeye konu edilmemektedir.

2.1.2. Kisisel Verilerin Dogru ve Gerektiginde Giincel Olmasini Saglama

IHLAS NET, kisisel veri sahiplerinin temel haklarini ve kendi mesru menfaatlerini dikkate alarak,



isledigi kisisel verilerin dogru ve gerektiginde giincel olmasini saglamaktadir. Bu dogrultuda

gerekli idari ve teknik tedbirler alinmaktadir.

Ornegin, kisisel veri sahiplerinin verilerini giincelleme, diizeltme ve dogrulugunu teyit etme imkani
taniyan sistemler olusturulmustur. Bu konuya iliskin detayl bilgilere Politika’nin 9. Béliimiinde yer

verilmektedir.



2.1.3. Belirli, Agik ve Mesru Amaglarla isleme

IHLAS NET, kisisel veri isleme faaliyetlerinde mesru ve hukuka uygun amaclari acik, kesin ve
onceden belirlenmis sekilde ortaya koymaktadir. Kisisel veriler, yalnizca Sirket’in ylritmekte
oldugu ticari faaliyetlerle baglantili ve bu faaliyetler igin gerekli oldugu 6lgctide islenmektedir.
IHLAS NET tarafindan kisisel verilerin hangi amaglarla islenecegi, veri isleme faaliyetine
baslanmadan 6nce acgikga belirlenmektedir.

2.1.4. islendikleri Amagla Baglantili, Sinirli ve Olgiilii Olma

IHLAS NET, kisisel verileri yalnizca belirlenen amagclarin gerceklestiriimesine elverisli olacak
sekilde islemekte; amagla ilgisi bulunmayan veya ihtiya¢ duyulmayan kisisel verilerin
islenmesinden kaginmaktadir. Bu kapsamda, ileride ortaya ¢ikabilecek olasi ihtiyaglarin
karsilanmasina yonelik olarak kisisel veri isleme faaliyeti ylritilmemektedir.

2.1.5. ilgili Mevzuatta Ongoriilen veya islendikleri Amacg icin Gerekli Olan Siire Kadar
Muhafaza Etme

IHLAS NET, kisisel verileri yalnizca ilgili mevzuatta éngoriilen siireler boyunca veya islendikleri
amac icin gerekli olan siire kadar muhafaza etmektedir. Bu dogrultuda IHLAS NET, dncelikle
mevzuatta kisisel verilerin saklanmasina iliskin bir slire belirlenip belirlenmedigini tespit
etmekte; slire 6ngorilmiisse bu sireye riayet etmekte, slire dngoriilmemisse verileri
islendikleri amag icin gerekli olan siire kadar saklamaktadir.

Saklama siiresinin sona ermesi veya isleme sebebinin ortadan kalkmasi durumunda, kisisel veriler
IHLAS NET tarafindan silinmekte, yok edilmekte veya anonim hale getirilmektedir. Kisisel veriler,
gelecekte kullanilma ihtimali gerekgesiyle saklanmamaktadir.

Bu konuya iligkin ayrintili bilgilere Politika’nin 8. Boliimiinde yer verilmektedir.

2.2. KiSISEL VERILERI, KVK KANUNU’NUN 5. MADDESINDE BELIRTILEN KiSiSEL VERi iISLEME
SARTLARINDAN BiR VEYA BIRKACINA DAYALI VE BU SARTLARLA SINIRLI OLARAK iSLEME

Kisisel verilerin korunmasi, Anayasa ile glivence altina alinmis temel bir haktir. Temel hak ve
Ozgurlikler, 6zlerine dokunulmaksizin yalnizca Anayasa’nin ilgili maddelerinde belirtilen
sebeplere bagli olarak ve kanunla sinirlandirilabilir.

Anayasa’nin 20. maddesinin Gclincl fikrasi uyarinca, kisisel veriler yalnizca kanunda 6ngorilen
hallerde veya ilgili kisinin acik rizasiyla islenebilir. IHLAS NET de bu dogrultuda hareket etmekte,
kisisel verileri yalnizca kanunda 6ngorilen sartlar mevcut oldugunda veya ilgili kisinin acik rizasi
bulundugunda islemektedir.

Bu konuya iliskin ayrintili bilgilere Politika’nin 3.6. Maddesinde yer verilmektedir.



2.3. GRUP SIiRKETLERiI TARAFINDAN iSLENMEKTE OLAN VERILERIN iHLAS NET
TARAFINDAN iSLENMESI

IHLAS NET, Grup Sirketleri’nin faaliyetlerinin Sirket’in ilke, hedef ve stratejilerine uygun sekilde
ylritilmesi, ayrica Sirket’in hak, menfaat ve itibarinin korunmasi amaciyla, Grup Sirketleri
tarafindan islenmekte olan kisisel verileri isleyebilmektedir.

Grup Sirketleri ile IHLAS NET arasindaki kisisel veri paylagimi, KVKK kapsaminda veri
sorumlusundan veri sorumlusuna kisisel veri aktarimi niteliginde gergeklestigi durumlarda; ilgili
Grup Sirketi, kisisel verileri toplama asamasinda, ilgili kisiyi verilerinin IHLAS NET’e aktarilabilecegi
konusunda bilgilendirmektedir.

2.4. KiSISEL VERI SAHIBININ AYDINLATILMASI VE BiLGILENDIRILMESI

IHLAS NET, 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 10. maddesi uyarinca, kisisel
verilerin elde edilmesi sirasinda ilgili kisileri aydinlatma ylkimlGligini yerine getirmektedir.
Bu kapsamda IHLAS NET; varsa temsilcisinin kimligi, kisisel verilerin hangi amaclarla islenecegi,
islenen kisisel verilerin kimlere ve hangi amaclarla aktarilabilecegi, kisisel verilerin hangi
yontemle ve hangi hukuki sebebe dayanarak toplandigi ile kisisel veri sahibinin sahip oldugu
haklar konusunda bilgilendirme yapmaktadir. Bu hususa iliskin detayli bilgilere Politika’nin 9.
Bolimunde yer verilmistir.

Ayrica, Anayasa’nin 20. maddesi uyarinca herkes, kendisiyle ilgili kisisel veriler hakkinda
bilgilendirilme hakkina sahiptir. Bu dogrultuda, KVKK’nin 11. maddesinde de kisisel veri
sahiplerinin haklari arasinda “bilgi talep etme” hakki acik¢ca diizenlenmistir. iIHLAS NET,
Anayasa’nin 20. maddesi ve KVKK’nin 11. maddesi kapsaminda, ilgili kisilerin talepte bulunmalari
halinde gerekli bilgilendirmeyi yapmaktadir. Bu konuya iliskin ayrintili agiklamalar yine Politika’nin
9. Bélimunde sunulmaktadir.

2.5. OZEL NITELIKLI KiSISEL VERILERIN iSLENMESi

IHLAS NET, 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nda “6zel nitelikli” olarak belirlenen
kisisel verilerin islenmesinde, Kanun’da dngoriilen diizenlemelere azami hassasiyetle
uymaktadir.

KVKK’nin 6. maddesi uyarinca; hukuka aykiri olarak islendiginde kisilerin magduriyetine veya
ayrimciliga sebep olma riski tasiyan bazi veriler 6zel nitelikli kisisel veri olarak kabul edilmistir. Bu
veriler; irk, etnik koken, siyasi diisiince, felsefi inang, din, mezhep veya diger inanglar, kilik ve
kiyafet, dernek, vakif ya da sendika liyeligi, saglk, cinsel hayat, ceza mahki{imiyeti ve giivenlik
tedbirleriyle ilgili veriler ile biyometrik ve genetik verilerdir.

IHLAS NET, KVKK’nin 6. maddesine uygun olarak, Kisisel Verileri Koruma Kurulu tarafindan
belirlenen yeterli dnlemleri almak suretiyle 6zel nitelikli kisisel verileri asagidaki durumlarda

islemektedir:

e Kisisel veri sahibinin agik rizasinin bulunmasi,



e Kisisel veri sahibinin agik rizasinin bulunmamasi halinde:

eSaglik ve cinsel hayat disindaki 6zel nitelikli kisisel veriler, kanunlarda 6ngoériilen
hallerde,

eSaglik ve cinsel hayata iliskin 6zel nitelikli kigisel veriler ise yalnizca kamu saghiginin
korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim hizmetlerinin
yiiriitilmesi, saghk hizmetlerinin planlanmasi ve finansmaninin yénetimi amaciyla
ve sir saklama yikiimliiliigi altinda bulunan kisiler veya yetkili kurum ve
kuruluslar tarafindan islenmektedir.

2.6. KiSISEL VERILERIN KANUNDAKIi iSLEME SARTLARINA DAYALI VE BU SARTLARLA SINIRLI
OLARAK ISLENMESI

IHLAS NET, kisisel verileri yalnizca KVK Kanunu’nda belirtilen isleme sartlarina dayanarak ve bu
sartlarla sinirli sekilde islemektedir. Bu kapsamda, KVKK’nin 10. maddesi uyarinca kisisel veri
sahipleri aydinlatilmakta; verilerin hangi amagla islendigi, kimlere ve hangi amaglarla
aktarilabilecegi, hangi yontemle ve hangi hukuki sebebe dayanilarak toplandigi hususlarinda
seffaf bilgilendirme yapilmaktadir.

2.6.1. Kisisel Verilerin islenmesi

Kisisel verilerin islenmesi igin agik nza, hukuka uygunlugu saglayan sartlardan yalnizca biridir.
Bunun disinda da KVKK’nin 5. maddesinde belirtilen diger hukuki sebeplerden biri veya
birkacinin varligi halinde kisisel veriler islenebilir. isleme faaliyetleri, yalnizca asagida sayilan
sartlardan birine dayanabilecegi gibi birden fazlasina ayni anda dayanilarak da yuratdlebilir.

Ozel nitelikli kisisel verilerin islenmesinde ise KVKK’nin 6. maddesi hiikiimleri ve Politika’nin 2.5.
bolimii uygulanmaktadir.

IHLAS NET, her durumda KVKK’nin 4. maddesinde yer alan genel ilkelere (hukuka ve diiristliik
kurallarina uygun olma, dogruluk, glincellik, belirli ve mesru amag, sinirhlik ve 6l¢tlalik) bagl
kalarak hareket etmektedir.

Kisisel verilerin islenmesine iliskin hukuki dayanaklar asagida belirtilmistir:
(a) Kisisel Veri Sahibinin Agik Rizasinin Bulunmasi

Kisisel verilerin islenme sartlarindan biri sahibinin agik rizasidir. Kisisel veri sahibinin agik rizasi
belirli bir konuya iliskin, bilgilendirilmeye dayali olarak ve 6zglir iradeyle aciklanmalidir.

Kisisel verilerin elde edilme sebeplerine yonelik isleme amacinin (birincil isleme) disindaki
kisisel veri isleme faaliyetleri icin (ikincil isleme) isbu bashgin (b), (c), (d) (e), (f), (g) ve (h)'de yer
alan sartlardan en az biri aranmakta; bu sartlardan biri yok ise, IHLAS NET tarafindan bu kisisel
veri isleme faaliyetleri kisisel veri sahibinin bu isleme faaliyetlerine yonelik acik rizasina dayal

olarak gergeklestiriimektedir.



Kisisel verilerin, kisisel veri sahibinin acik riza vermesine bagli olarak islenmesi icin, kisisel veri
sahiplerinin ilgili ydéntemler ile agik rizalari alinmaktadir.



(b) Kanunlarda Agik¢a Ongoriilmesi

Veri sahibinin kisisel verileri, kanunda agik¢a 6ngoérilmesi halinde hukuka uygun olarak
islenebilecektir.

Ornek: Vergi Usul Kanunu’ nun 230. maddesi uyannca fatura lizerinde ilgili

kisinin adina yer verilmesi.
(c) Fiili imkansizlik Sebebiyle ilgilinin A¢ik Rizasinin Alinamamasi

Fiili imkansizlik nedeniyle rizasini agiklayamayacak durumda olan veya rizasina gegerlilik
taninamayacak olan kisinin kendisinin ya da bagka bir kiginin hayati veya beden butunligini
korumak igin kisisel verisinin islenmesinin zorunlu olmasi halinde veri sahibinin kisisel verileri
islenebilecektir.

Ornek: Genel Kurul’ da bayginlk geciren hissedarin kimlik bilgilerinin sirket

calisam tarafindan doktorlara verilmesi.
(d) S6zlesmenin Kurulmasi veya ifasiyla Dogrudan ilgi Olmasi

Bir s6zlesmenin kurulmasi veya ifasiyla dogrudan dogruya ilgili olmasi kaydiyla, s6zlesmenin
taraflarina ait kisisel verilerin islenmesinin gerekli olmasi halinde kisisel verilerin islenmesi
muimkindr.

Ornek: Is ortagi damsman ile akdedilen damsmanlik sézlesmesinin ifasi i¢in,
damgsmana odeme yapilabilmesi amaciyla, damsmamn banka hesap bilgisinin elde

edilmes].
(e) IHLAS NET’in Hukuki Yikiimliiliigiinii Yerine Getirmesi

IHLAS NET veri sorumlusu olarak hukuki yiikiimluliiklerini yerine getirmesi icin islemenin

zorunlu olmasi halinde veri sahibinin kisisel verileri islenebilecektir.
Ornek: Mahkeme kararyla talep edilen bilgilerin mahkemeye sunulmasi.
(f) Kisisel Veri Sahibinin Kisisel Verisini Alenilestirmesi

Veri sahibinin, kisisel verisini kendisi tarafindan alenilestirilmis olmasi halinde ilgili kisisel veriler
islenebilecektir.

Ornek: Calisan adayimn iletisim bilgilerini, is basvurusu yapllmasina imkan

veren Internet sitelerinde yayimlanmasl.



(g) Bir Hakkin Tesisi veya Korunmasi igin Veri islemenin Zorunlu Olmasi

Bir hakkin tesisi, kullanilmasi veya korunmasi igin veri islemenin zorunlu olmasi halinde kisisel

veri sahibinin kisisel verileri islenebilecektir.

Ornek: Ispat niteligi olan verilerin (érnedin bir faturamn) saklanmasi ve

gerekli olduju anda kullamImasi.
(h) IHLAS NET’in Mesru Menfaati igin Veri islemenin Zorunlu Olmasi

Kisisel veri sahibinin temel hak ve 6zgiirliiklerine zarar vermemek kaydiyla IHLAS NET’in mesru
menfaatleri icin veri islemesinin zorunlu olmasi halinde veri verileri islenebilecektir.

Ornek: Sirket’ e ait bina ve tesislerde giivenlik ama¢li olarak kamera kaydi yapilmasi.
2.6.2. Ozel Nitelikli Kisisel Verilerin islenmesi

IHLAS NET tarafindan; dzel nitelikli kisisel veriler kisisel veri sahibinin acik rizasi yok ise ancak,
KVK Kurulu tarafindan belirlenecek olan yeterli dnlemlerin alinmasi kaydiyla asagidaki

durumlarda islenmektedir:

a) Kisisel veri sahibinin saghgi ve cinsel hayati disindaki 6zel nitelikli kisisel veriler,
kanunlarda 6ngorilen hallerde,

b) Kisisel veri sahibinin saghgina ve cinsel hayatina iliskin 6zel nitelikli kisisel verileri ise
ancak kamu saghginin korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim
hizmetlerinin ylritilmesi, saglik hizmetleriile finansmaninin planlanmasi ve yonetimi
amaciyla, sir saklama yukiimlGlugi altinda bulunan kisiler veya yetkili kurum ve

kuruluslar tarafindan.



3. BOLUM: BINA, TESIS GiRISLERI ILE BINA TESIS iCERISINDE YAPILAN
KiSISEL VERI ISLEME FAALIYETLERI iLE INTERNET SITESi ZIYARETCILERI

IHLAS NET tarafindan bina tesis girislerinde ve tesis icerisinde yapilan kisisel veri isleme faaliyetleri,
Anayasa’ya, KVK Kanunu’na ve ilgili diger mevzuata uygun bir bicimde yuritilmektedir.

IHLAS NET tarafindan giivenligin saglanmasi amaciyla, iIHLAS NET binalarinda ve tesislerinde
glvenlik kamerasiyla izleme faaliyeti ile misafir giris ¢ikislarinin takibine yonelik kisisel veri
isleme faaliyetinde bulunulmaktadir.

Guvenlik kameralari kullanilmasi ve misafir giris ¢ikislarinin kayit altina alinmasi yoluyla IHLAS NET
tarafindan kisisel veri isleme faaliyeti ylaratilmis olmaktadir.

3.1. iHLAS NET BiNA, TESIS GIRISLERINDE VE iCERISINDE YURUTULEN KAMERA iLE
IZLEME FAALIYETI

Bu boliimde IHLAS NET’in kamera ile izleme sistemine iliskin aciklamalar yapilacak ve kisisel
verilerin, gizliliginin ve kisinin temel haklarinin nasil korumaya alindigina iliskin bilgilendirme
yapilacaktir.

IHLAS NET, hukuki, teknik ve ticari is glivenliginin temini amaciyla; Sirket yerleskeleri ve
tesislerinde kapal devre kamera sistemi (CCTV) ile goriinti alinmasi, Sirket yerleskeleri ve
tesislerine girislerde kayit olusturulmasi ve ziyaretcilerin internet erisim kayitlarinin tutulmasi
yollariyla kisisel veri islemektedir.

3.1.1. Kamera ile izleme Faaliyetinin Yasal Dayanagi

IHLAS NET tarafindan yiiriitiilen kamera ile izleme faaliyeti, Ozel Giivenlik Hizmetlerine Dair Kanun
ve ilgili mevzuata uygun olarak slirdurilmektedir.

3.1.2. KVK Hukukuna Gére Giivenlik Kamerasi ile izleme Faaliyeti Yiiriitiilmesi

IHLAS NET tarafindan giivenlik amaciyla kamera ile izleme faaliyeti yiriitiilmesinde KVK
Kanunu’nda yer alan diizenlemelere uygun hareket edilmektedir. iIHLAS NET, bina ve
tesislerinde glivenligin saglanmasi amaciyla, yirurlikte bulunan ilgili mevzuatta 6ngoriilen
amaglarla ve KVK Kanunu’nda sayilan kisisel veri isleme sartlarina uygun olarak glivenlik

kamerasi izleme faaliyetinde bulunmaktadir.



3.1.3. Kamera ile izleme Faaliyetinin Duyurulmasi

IHLAS NET tarafindan KVK Kanunu’nun 10. Maddesine uygun olarak, kisisel veri sahibi
aydinlatiimaktadir. IHLAS NET, genel hususlara iliskin olarak yaptigi aydinlatmanin kamera ile
izleme faaliyetine iliskin birden fazla yéntem ile bildirimde bulunmaktadir. Boylelikle, kisisel veri
sahibinin temel hak ve 6zglrliklerine zarar verilmesinin engellenmesi, seffafligin ve kisisel veri

sahibinin aydinlatiimasinin saglanmasi amaglanmaktadir.

IHLAS NET tarafindan kamera ile izleme faaliyetine ydnelik olarak; IHLAS NET internet sitesinde
isbu Politika yayimlanmakta ve izlemenin yapildigi alanlarin girislerine izleme yapilacagina
iliskin bildirim yazisi asilmaktadir.

3.1.4. Kamera ile izleme Faaliyetinin Yiiriitiilme Amaci ve Amagla Sinirlilik

IHLAS NET, 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 4. maddesi uyarinca, kisisel verileri
islendikleri amacgla baglantili, sinirli ve 6l¢ili bir sekilde islemektedir.

Bu kapsamda, IHLAS NET tarafindan yiriitiilen kamera ile izleme faaliyetleri yalnizca bu Politika’da
belirtilen amaglarla sinirhdir. Glivenlik kameralarinin yerlesimi, izleme alanlari, sayisi ve izleme
sureleri, giivenlik amacina ulasmak i¢in gerekli olan 6lclide belirlenmekte ve uygulanmaktadir.

IHLAS NET, kisilerin mahremiyetini ihlal edebilecek ve giivenlik amacini asan alanlarda (6rnegin,
kisisel ihtiyaglara yonelik kullanim alanlari, tuvaletler vb.) herhangi bir kamera kaydi
yapmamaktadir.

3.1.5. Elde Edilen Verilerin Giivenliginin Saglanmasi

IHLAS NET, 6698 sayil Kisisel Verilerin Korunmasi Kanunu’nun 12. maddesi uyarinca, kamera ile
izleme faaliyetleri sonucunda elde edilen kisisel verilerin glivenliginin saglanmasi igin gerekli
teknik ve idari tedbirleri almaktadir.

Bu kapsamda; verilerin yetkisiz erisim, ifsa, kayip, degistirilme veya kotlye kullanim risklerine karsi
korunmasi amaciyla bilgi glivenligi sistemleri uygulanmakta; erisim yetkileri sinirlandirilmakta ve
dizenli denetimler gergeklestiriimektedir. Ayrica, elde edilen veriler yalnizca isleme amacinin
gerektirdigi stire kadar muhafaza edilmekte, bu siirelerin sona ermesi halinde ise KVKK ve ilgili
mevzuata uygun olarak silinmekte, yok edilmekte veya anonim hale getirilmektedir.

3.1.6. Kamera ile izleme Faaliyeti ile Elde Edilen Kisisel Verilerin Muhafaza Siiresi

IHLAS NET, kamera ile izleme faaliyetleri sonucunda elde edilen kisisel verileri yalnizca ilgili
mevzuatta ongoriilen siireler boyunca veya isleme amacinin gerektirdigi stire kadar muhafaza
etmektedir. Muhafaza sireleri sona erdiginde veya isleme amaci ortadan kalktiginda veriler, KVKK
ve ilgili mevzuata uygun olarak silinmekte, yok edilmekte veya anonim hale getirilmektedir.

Kamera ile izleme faaliyetleri kapsaminda elde edilen kisisel verilerin saklama stirelerine iliskin
ayrintili bilgilere Verbis kayitlarinda yer verilmistir.

3.1.7. izleme Sonucunda Elde Edilen Bilgilere Kimlerin Erisebildigi ve Bu Bilgilerin Kimlere



Aktanidig

IHLAS NET biinyesinde yiiriitiilen kamera ile izleme faaliyetleri sonucunda elde edilen canli
goruntuler ve dijital ortamda kaydedilen veriler, yalnizca yetkilendirilmis ve sayica sinirh
¢alisanlarin erisimine agiktir.

Kamera kayitlari, gerektiginde tageron giivenlik firmasi ile paylasilabilmekte ve ilgili mevzuata
uygun olarak yetkili kamu kurum ve kuruluslarina aktarilabilmektedir.

Kamera kayitlarina erigim yetkisi bulunan sinirli sayidaki kisiler, gizlilik taahhiitnamesi imzalayarak
eristikleri verilerin gizliligini koruyacaklarini beyan ve taahhit etmektedir.

3.2. IHLAS NET BiNA, TESIS GIiRiSLERINDE VE iGERiISINDE YURUTULEN MIiSAFiR GiRiS
CIKISLARININ TAKIBI

IHLAS NET tarafindan; giivenligin saglanmasi ve bu Politika’da belirtilen amaglarla, IHLAS NET
binalarinda ve tesislerinde misafir giris ¢ikislarinin takibine yonelik kisisel veri isleme
faaliyetinde bulunulmaktadir.

Misafir olarak IHLAS NET binalarina gelen kisilerin isim ve soyadlari elde edilirken ya da iHLAS
NET nezdinde asilan ya da diger sekillerde misafirlerin erisimine sunulan metinler araciligiyla s6z
konusu kisisel veri sahipleri bu kapsamda aydinlatilmaktadirlar. Misafir giris-cikis takibi
yapilmasi amaciyla elde edilen veriler yalnizca bu amagla islenmekte ve ilgili kisisel veriler fiziki
ortamda veri kayit sistemine kaydedilmektedir.

3.3. IHLAS NET BiNA VE TESISLERINDE ZiYARETCI’LERIMIZE SAGLANAN iNTERNET
ERISIMLERINE iLiSKIN KAYITLARIN SAKLANMASI

IHLAS NET tarafindan giivenligin saglanmasi ve bu Politika’da belirtilen amaclarla; iIHLAS NET
tarafindan bina ve tesislerimiz icerisinde kaldiginiz siire boyunca talep eden Ziyaretgi’lerimize
internet erisimi saglanabilmektedir. Bu durumda internet erisimlerinize iliskin log kayitlari 5651
Sayili Kanun ve bu Kanuna gore diizenlenmis olan mevzuatin amir hikiimlerine gore kayit altina
alinmakta; bu kayitlar ancak yetkili kamu kurum ve kuruluslari tarafindan talep edilmesi veya
IHLAS NET icinde gerceklestirilecek denetim siireclerinde ilgili hukuki yikimlGligimiizi yerine
getirmek amaciyla islenmektedir.

Bu cercevede elde edilen log kayitlarina yalnizca sinirli sayida IHLAS NET ¢alisaninin erisimi
bulunmaktadir. Bahsi gecen kayitlara erisimi olan IHLAS NET calisanlari bu kayitlari yalnizca
yetkili kamu kurum ve kurulusundan gelen talep veya denetim sireclerinde kullanmak Gizere
erismekte ve hukuken yetkili olan kisilerle paylasmaktadir. Kayitlara erisimi olan sinirl sayida
kisi gizlilik taahhltnamesi ile eristigi verilerin gizliligini koruyacagini beyan etmektedir.

3.4. INTERNET SITESi ZIYARETCILERI

IHLAS NET, sahibi oldugu internet sitelerinde, ziyaretcilerin siteyi ziyaret amaclarina uygun



sekilde kullanabilmelerini saglamak, kullanici deneyimini gelistirmek, kendilerine 6zellestirilmis
icerikler sunmak ve gevrimici reklamcilik faaliyetlerinde bulunmak amaciyla, gesitli teknik

araclar (6rnegin cerezler/cookies) araciligiyla site icerisindeki internet hareketlerini
kaydetmektedir.



4. BOLUM: iSLENEN KiSISEL VERILERIN iSLENME AMAGLARI,
KATEGORIZASYONU VE SAKLANMA SURELERI

IHLAS NET, 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 10. maddesi uyarinca,
aydinlatma yakimlultgi kapsaminda;
e Hangi kisisel veri sahibi gruplarinin hangi kisisel verilerinin islendigini,

e Bu kisisel verilerin islenme amacglarini,

e ilgili kisisel verilerin saklanma siirelerini
kisisel veri sahiplerine seffaf bir sekilde bildirmektedir.
4.1. KiSISEL VERILERIN iSLENME AMAGLARI

IHLAS NET, kisisel verileri yalnizca 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun (“KVKK”) 5.
maddesinin 2. fikrasi ve 6. maddesinin 3. fikrasinda diizenlenen isleme sartlari cercevesinde ve bu
sartlarla sinirli olarak islemektedir. Bu kapsamda kisisel veri isleme faaliyetlerinin hukuki
dayanaklari sunlardir:

e Kisisel verilerin islenmesinin kanunlarda acikca 6ngoérilmesi,

Bir s6zlesmenin kurulmasi veya ifasiyla dogrudan ilgili ve gerekli olmasi,
e [HLAS NET’in hukuki yikimliliiklerini yerine getirebilmesi icin zorunlu olmasi,

o Kisisel verilerin ilgili kisi tarafindan alenilestirilmis olmasi halinde, alenilestirme amaciyla
sinirli sekilde islenmesi,

e Kisisel verilerin islenmesinin, IHLAS NET’in, veri sahibinin veya ui¢ciincii kisilerin haklarinin
tesisi, kullanilmasi veya korunmasi i¢in zorunlu olmasi,

e Verisahibinin temel hak ve 6zgiirliiklerine zarar vermemek kaydiyla, iIHLAS NET’in mesru
menfaatleri i¢in zorunlu olmasi,

e Veri sahibinin kendisinin ya da bir baskasinin hayati veya beden bitlnliginin korunmasi
icin zorunlu olmasi ve bu durumda rizasini agiklayamayacak durumda bulunmasi,

e Saglik ve cinsel hayat disindaki 6zel nitelikli kisisel veriler acisindan kanunlarda 6ngoérilmds
olmasi,

e Saglk ve cinsel hayata iliskin 6zel nitelikli kisisel veriler agisindan ise; kamu saghginin
korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim hizmetlerinin yuratilmesi,
saglik hizmetleri ile finansmaninin planlanmasi ve yonetimi amaciyla, sir saklama
yukimlalGga altinda bulunan kisiler veya yetkili kurum ve kuruluslar tarafindan islenmesi.

Bu hukuki dayanaklara bagh olarak, IHLAS NET kisisel verileri asagidaki amaglarla islemektedir:



e Kurumsal surdurdlebilirlik faaliyetlerinin planlanmasi ve icrasi,
e Etkinlik yonetimi,

e s ortaklar ve tedarikgilerle olan iligkilerin ydnetimi,

e [HLAS NET personel temin siireclerinin yiritiilmesi,

e Grup sirketlerinin personel temin siireglerine destek verilmesi,
e Finansal raporlama ve risk yonetimi faaliyetlerinin icrasi/takibi,
e Hukuk islerinin yuritilmesi ve takibi,

e Kurumsal iletisim faaliyetlerinin planlanmasi ve icrasi,

e Kurumsal yonetim faaliyetlerinin icrasi,

o Sirketler ve ortaklik hukuku islemlerinin gergeklestirilmesi,

e Talep ve sikayet yonetimi,

e Grup degerlerinin glivenliginin saglanmasi,

e Grup sirketlerinin mevzuata uyum sireglerine destek olunmasi,

e Ust diizey yoneticilere saglanacak yan haklar ve menfaatlerin planlanmasi ve
uygulanmasina destek verilmesi,

e Grup sirketlerinin faaliyetlerinin, ihlas Grubu prosediirleri ve ilgili mevzuata uygun sekilde
ylritilmesini saglamak amaciyla denetim faaliyetlerinin planlanmasi ve icrasi,

e Grup sirketlerinin sirketler ve ortaklik hukuku islemlerinin gergeklestirilmesine destek
olunmasi,

e ihlas Grubu itibarinin korunmasina yénelik calismalarin yiritilmesi,

e Yatinimci iligkilerinin yonetilmesi,

e Yetkili kurum ve kuruluslara mevzuattan dogan yikimlilikler kapsaminda bilgi verilmesi,
e Ziyaretci kayitlarinin olusturulmasi ve takibi.

Bahsi gecen isleme amaclarinin, KVKK’da 6ngorilen sartlardan herhangi birini karsilamamasi
halinde, ilgili isleme faaliyetleri ilgili kisinin agik rizasi alinarak gerceklestiriimektedir.



4.2. KiSiSEL VERILERIN KATEGORIZASYONU

IHLAS NET nezdinde; IHLAS NET’in mesru ve hukuka uygun kisisel veri isleme amaclari
dogrultusunda, KVK Kanunu’nun 5. maddesinde belirtilen kisisel veri isleme sartlarindan bir
veya birkagina dayali ve sinirli olarak, basta kisisel verilerin islenmesine iliskin 4. maddede
belirtilen ilkeler olmak (izere KVK Kanunu’nda belirtilen genel ilkelere ve KVK Kanunu’nda
diizenlenen butun yukimliliklere uyularak ve isbu Politika kapsamindaki stirelerle (Grup
Sirketleri Musterisi, Ziyaretgi, Uclincii Kisi, Calisan Adayi, Sirket Hissedari, Sirket Yetkilisi,
isbirligi icinde Oldugumuz Kurumlarin Calisanlari, Hissedarlari ve Yetkilileri) sinirli olarak asagida
belirtilen kategorilerdeki kisisel veriler, KVK Kanunu’nun 10. maddesi uyarinca ilgili kisiler
bilgilendirilmek suretiyle islenmektedir. Bu kategorilerde islenen kisisel verilerin isbu Politika
kapsaminda dizenlenen hangi veri sahipleriyle iliskili oldugu da isbu Politika’nin 5.2.1
Maddesinde belirtilmektedir.



KiSISEL VERI KATEGORIZASYONU KiSISEL VERI KATEGORIZASYONU AGIKLAMA

Kimligi belirli veya belirlenebilir gercek kisiye ait oldugu
acikga anlasilan; kismen veya tamamen otomatik yollarla ya
da bir veri kayit sisteminin pargasi olmak kaydiyla otomatik
olmayan yollarla islenen, kisinin kimligine iliskin verilerdir. Bu
Kimlik Bilgisi kapsamda; ad-soyad, T.C. kimlik numarasi, uyruk bilgisi,
anne adi, baba adi, dogum yeri, dogum tarihi, cinsiyet
bilgisi gibi veriler ile ehliyet, niifus clizdani, pasaport gibi
kimlik belgelerinde yer alan bilgiler; ayrica vergi numarasi,
SGK numarasi, imza bilgisi, tasit plakasi gibi kisiyi tanimlayici
bilgiler kimlik verisi kapsaminda degerlendirilmektedir.

Kimligi belirli veya belirlenebilir gercek kisiye ait oldugu
acikca anlasilan; kismen veya tamamen otomatik yollarla ya
iletisim Bilgisi da bir veri kayit sisteminin pargasi olmak kaydiyla otomatik
olmayan yollarla islenen, ilgili kisinin iletisim kurulmasina
imkan taniyan verileridir. Bu kapsamda; telefon numarasi,
adres, e-posta adresi, faks numarasi, IP adresi gibi bilgiler
iletisim verisi olarak kabul edilmektedir.

Kimligi belirli veya belirlenebilir bir gercek kisiye ait oldugu acikca
anlasilan; kismen veya tamamen otomatik yollarla ya da bir veri
kayit sisteminin parcasi olmak kaydiyla otomatik olmayan
yollarla islenen, ilgili kisinin bulundugu konumu goésteren

.. verilerdir. Bu kapsamda; kisisel veri sahibinin, IHLAS NET is
Lokasyon Verisi o , o ]
birimleri tarafindan yiritllen operasyonlar cercevesinde, Grup
Sirketlerinin {irlin ve hizmetlerini kullanmasi sirasinda veya is
birligi icinde olunan kurumlarin ¢alisanlarinin iIHLAS NET
araglarini kullanirken konumlarinin tespit edilmesine iliskin GPS
verileri, seyahat bilgileri ve benzeri veriler lokasyon verisi olarak
kabul edilmektedir.




Aile Bireyleri ve Yakin Bilgisi

Kimligi belirli veya belirlenebilir gergek kisiye ait oldugu
actkea anlasilan; kismen veya tamamen otomatik yollarla ya
da bir veri kayit sisteminin pargasi olmak kaydiyla otomatik
olmayan yollarla islenen verilerdir. Bu kapsamda, IHLAS NET
is birimleri tarafindan yiritilen operasyonlar gercevesinde,
Grup Sirketleri tarafindan sunulan Griin ve hizmetlerle ilgili
olarak veya IHLAS NET’in ve kisisel veri sahibinin hukuki ve
diger menfaatlerini korumak amaciyla, kisisel veri sahibinin
aile bireyleri (6rnegin es, anne, baba, ¢ocuk), yakinlari veya
acil durumlarda irtibat kurulabilecek kisiler hakkindaki
bilgiler bu kapsama girmektedir.

Not: IHLAS NET, rutin veri isleme siireglerinde kisisel veri
sahiplerinin aile bireylerine iliskin verileri islememekte;
yalnizca acil durumlarda ilgili kisiye ulasilabilmesini temin
etmek amaciyla gerekli oldugunda sinirli sekilde
isleyebilmektedir.

Fiziksel Mekan Guvenlik Bilgisi

Kimligi belirli veya belirlenebilir gercek kisiye ait oldugu
actk¢a anlasilan; kismen veya tamamen otomatik yollarla ya
da bir veri kayit sisteminin pargasi olmak kaydiyla otomatik
olmayan yollarla islenen, fiziksel mekanlara giris ve
cikislarda veya mekan igerisinde bulunma siiresince alinan
kayit ve belgelere iliskin verilerdir. Bu kapsamda; kamera
kayitlari, parmak izi kayitlari, giivenlik noktalarinda
tutulan kayitlar ve benzeri bilgiler fiziksel mekan gtivenlik

verisi olarak degerlendirilmektedir.




Finansal Bilgi

Kimligi belirli veya belirlenebilir gergek kisiye ait oldugu agikg¢a
anlasilan; kismen veya tamamen otomatik yollarla ya da bir veri
kayit sisteminin pargasi olmak kaydiyla otomatik olmayan yollarla
islenen, IHLAS NET’in kisisel veri sahibi ile kurmus oldugu hukuki
iliskinin niteligine gére ortaya ¢ikan her tiirli finansal sonucu
gosteren bilgi, belge ve kayitlardir. Bu kapsamda; banka hesap
numarasi, IBAN numarasi, kredi karti bilgileri, finansal profil,
malvarhg bilgileri, gelir bilgileri ve benzeri veriler finansal veri
kapsaminda degerlendirilmektedir.

Gorsel/isitsel Bilgi

Kimligi belirli veya belirlenebilir gercek kisiye ait oldugu
acikca anlasilan; fotograf, kamera kayitlari (Fiziksel Mekan
Guvenlik Bilgisi kapsaminda degerlendirilen kayitlar harig),
ses kayitlari ile kisisel veri iceren belgelerin kopyalarinda yer
alan verilerdir.

Ozliik Bilgisi

Kimligi belirli veya belirlenebilir gergek kisiye ait oldugu acik¢a
anlasilan; kismen veya tamamen otomatik yollarla ya da bir veri
kayit sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla
islenen, IHLAS NET ile calisma iliskisi bulunan gercek kisilerin 6zliik
haklarinin tesisine ve yiritiilmesine temel teskil eden her tirli
kisisel veridir.

Ozel Nitelikli Kisisel Veri

Kimligi belirli veya belirlenebilir gercek kisiye ait oldugu
actk¢a anlasilan; kismen veya tamamen otomatik yollarla ya
da bir veri kayit sisteminin pargasi olmak kaydiyla otomatik
olmayan yollarla islenen ve 6698 sayili Kisisel Verilerin
Korunmasi Kanunu’nun 6. maddesinde sayilan verilerdir. Bu
kapsamda; saglk verileri (6rnegin kan grubu bilgisi),
biyometrik veriler, din bilgisi, dernek/vakif/sendika
tiyeligi bilgisi ve benzeri nitelikteki veriler 6zel nitelikli
kisisel veri olarak kabul edilmektedir.




Kimligi belirli veya belirlenebilir gercek kisiye ait oldugu acik¢a
anlasilan; kismen veya tamamen otomatik yollarla ya da bir veri
kayit sisteminin parcasi olmak kaydiyla otomatik olmayan yollarla
Talep/Sikayet Yonetimi Bilgisi islenen, IHLAS NET e iletilen her tirlu talep veya sikayetin
alinmasi, degerlendirilmesi ve sonuglandiriimasina iliskin kisisel

verilerdir.

4.2.1iSLENEN KiSISEL VERILERIN SAHIPLERINE iLiSKiN KATEGORIZASYON

IHLAS NET tarafindan asagida belirtilen kisisel veri sahibi kategorilerine ait kisisel veriler
islenmektedir. Ancak isbu Politika’nin uygulama kapsami; Grup Sirketleri Musterileri,
Ziyaretgiler, Uglincii Kisiler, Calisan Adaylari, Sirket Hissedarlar, Sirket Yetkilileri ile isbirligi
icinde Oldugumuz Kurumlarin Calisanlari, Hissedarlari ve YetkiBelirtilen kategoriler disinda

kalan kisisel veri sahipleri de, 6698 sayili KVKK kapsaminda iIHLAS NET’e basvuru yapma hakkina
sahiptir. Bu dogrultuda, s6z konusu kisilerin talepleri de isbu Politika kapsaminda

degerlendirilir.

Asagida, Politika kapsamindaki kisisel veri sahibi kategorilerine iliskin agiklamalar yer almaktadir:

e Grup Sirketleri Miisterisi

e Ziyaretgi

e Ugiincii Kisi

e Calisan Adayi

o Sirket Hissedari

o Sirket Yetkilisi

e isbirligi iginde Oldugumuz Kurumlarin Galisanlari, Hissedarlari ve Yetkilileri
e Tedarikgi

e [sOrtagi

KiSiSEL VERi SAHiBi KATEGORISi  ACIKLAMASI



Grup Sirketleri Misterisi

IHLAS NET ile dogrudan bir sézlesmesel iliskisi bulunup
bulunmadigina bakilmaksizin, IHLAS NET is birimlerinin yirittigi
operasyonlar kapsaminda, Grup Sirketlerinin is iliskileri araciligiyla
kisisel verileri elde edilen gercek kisilerdir.

Ziyaretgi

IHLAS NET ve Grup Sirketlerine ait fiziksel yerleskelere cesitli
amaglarla giris yapan veya iHLAS NET’in sahip oldugu internet
sitelerini ziyaret eden gergek kisilerdir.

Ugiincii Kisi

Bu Politika ile IHLAS NET Calisanlari Kisisel Verilerin
Korunmasi ve islenmesi Politikasi kapsaminda yer almayan
diger gercek kisilerdir.

Calisan Adayi

IHLAS NET’e herhangi bir ydntemle is basvurusunda bulunan veya
dzgecmisi ile ilgili bilgilerini IHLAS NET’in incelemesine sunan
gercek kisilerdir.

Sirket Hissedari

IHLAS NET’in hissedari gercek kisiler

Sirket Yetkilisi

IHLAS NET’in yonetim kurulu tiyeleri ve diger yetkili gercek
kisilerdir.

isbirligi icinde Oldugumuz
Kurumlarin Calisanlari,
Hissedarlari ve Yetkilileri

IHLAS NET’in is ortag), tedarikgi vb. her tiirli is iliskisi icerisinde
bulundugu kurumlarda gérev yapan galisanlar ile bu kurumlarin
hissedarlari ve yetkilileri dahil olmak tzere gercek kisilerdir.

Tedarikgi: IHLAS NET’in ticari faaliyetlerini yiritirken, sézlesmeye dayali
olarak ve Sirket’in emir ve talimatlarina uygun sekilde iHLAS NET’e
hizmet sunan taraflardir.

s Ortagr: IHLAS NET’in, ticari faaliyetlerini yiiriitirken dogrudan veya

Grup Sirketleri ile birlikte; cesitli projeler gerceklestirmek,
hizmet almak ya da benzeri amacglarla is birligi yaptig
taraflardir.




Asagidaki tabloda yukarida belirtilen kisisel veri sahibi kategorileri ve bu kategoriler icerisindeki
kisilerin hangi tip kisisel verilerin islendigi detaylandiriimaktadir.

ILGILI KiSISEL VERININ iLiSKiLi OLDUGU VERI SAHIBI
KATEGORISI

KiSISEL VERI KATEGORiZASYONU

Grup Sirketleri Misterisi, Calisan Adayi, Sirket Hissedari,
Kimlik Bilgisi Sirket Yetkilisi, Ziyaretci, isbirligi icinde Oldugumuz
Kurumlarin Calisanlari, Hissedarlari ve Yetkilileri, Ugtincii Kisi

Grup Sirketleri Misterisi, Calisan Adayi, Sirket Hissedari,
iletisim Bilgisi Sirket Yetkilisi, Ziyaretci, isbirligi icinde Oldugumuz
Kurumlarin Calisanlari, Hissedarlari ve Yetkilileri, Ugtincii Kisi

isbirligi icinde Oldugumuz Kurumlarin Calisanlari, Sirket

Lokasyon Verisi o
Yetkilileri

Grup Sirketleri Musterisi, Ziyaretci, Calisan Adayi, Uglincii
Aile Bireyleri ve Yakin Bilgisi Kisi, isbirligi icinde Oldugumuz Kurumlarin Calisanlari,
Hissedarlari ve Yetkilileri

Ziyaretci, Calisan Adayi, Sirket Hissedarlari, Sirket Yetkilileri,
Fiziksel Mekan Giivenlik Bilgisi isbirligi icinde Oldugumuz Kurumlarin Calisanlari,
Hissedarlari ve Yetkilileri, Uglincii Kisi

Finansal Bilgi Grup Sirketleri Mugterisi, Caligan Adayi, Sirket Hissedari,

Sirket Yetkilisi, Sirket Hissedari, isbirligi icinde Oldugumuz

Kurumlarin Calisanlari, Hissedarlari ve Yetkilileri, Uclincii Kisi

Grup Sirketleri Musterisi, Calisan Adayi, Sirket Hissedari,
Gorsel/isitsel Bilgi Sirket Yetkilisi, Ziyaretgi, isbirligi icinde Oldugumuz
Kurumlarin Calisanlari, Hissedarlari ve Yetkilileri, Ugtincii Kisi

o isbirligi icinde Oldugumuz Kurumlarin Calisanlari,
Ozluk Bilgisi ) L o
Hissedarlari ve Yetkilileri, Calisan Adayi, Uglinci Kisi




Grup Sirketleri Musterisi, Calisan Adayi, Sirket Hissedari,
Ozel Nitelikli Kisisel Veri Sirket Yetkilisi, isbirligi icinde Oldugumuz Kurumlarin
Calisanlarn, Hissedarlari ve Yetkilileri, Ugtincii Kisi, Hastane

musterileri

Grup Sirketleri Musterisi, Calisan Adayi, Sirket Hissedari,
Sirket Yetkilisi, Ziyaretgi, isbirligi icinde Oldugumuz

Talep/Sikayet Yonetimi Bilgisi B
Kurumlarin GCalisanlari, Hissedarlari ve Yetkilileri, Uglinci Kisi

4.3. KiSiSEL VERILERIN SAKLANMA SURELERI

IHLAS NET, ilgili kanunlarda ve mevzuatlarda éngériilmesi durumunda kisisel verileri bu

mevzuatlarda belirtilen sire boyunca saklamaktadir.

Kisisel verilerin ne kadar siire boyunca saklanmasi gerektigine iliskin mevzuatta bir sire
diizenlenmemisse, Kisisel Veriler IHLAS NET’in o veriyi islerken yiritilen faaliyet ile bagli olarak
IHLAS NET’in uygulamalari ve ticari yasaminin teamiilleri uyarinca islenmesini gerektiren siire
kadar islenmekte daha sonra silinmekte, yok edilmekte veya anonim hale getirilmektedir. Bu
konu ile ilgili ayrintil bilgiye bu Politika’nin 8. Bolimiinde yer verilmistir.

Kisisel verilerin islenme amaci sona ermis; ilgili mevzuat ve iHLAS NET’in belirledigi saklama
slrelerinin de sonuna gelinmisse; kisisel veriler yalnizca olasi hukuki uyusmazliklarda delil teskil
etmesi veya kisisel veriye bagli ilgili hakkin ileri stiriilebilmesi veya savunmanin tesis edilmesi
amaciyla saklanabilmektedir. Buradaki slirelerin tesisinde bahsi gegen hakkin ileri
sUrilebilmesine yonelik zaman asimi siireleri ile zaman asimi stirelerinin gegmesine ragmen
daha énce ayni konularda IHLAS NET’e yéneltilen taleplerdeki 6rnekler esas alinarak saklama
sureleri belirlenmektedir. Bu durumda saklanan kisisel verilere herhangi bir baska amagla
erisiimemekte ve ancak ilgili hukuki uyusmazlikta kullanilmasi gerektigi zaman ilgili kisisel
verilere erisim saglanmaktadir. Burada da bahsi gecen siire sona erdikten sonra kisisel veriler

silinmekte, yok edilmekte veya anonim hale getirilmektedir.




5. BOLUM: KiSISEL VERILERIN AKTARILMASI

IHLAS NET, 6698 sayil Kisisel Verilerin Korunmasi Kanunu’nun (“KVKK”) 10. maddesi uyarinca,
kisisel verilerin aktarilmasi halinde; aktarilan verilerin igerigi, aktarim amaci ve verilerin aktarildig
kisi gruplari hakkinda ilgili kisiyi bilgilendirmektedir.

5.1. KiSISEL VERILERIN AKTARILMASI

IHLAS NET, hukuka uygun kisisel veri isleme amaclari dogrultusunda ve gerekli giivenlik
onlemlerini alarak, kisisel veri sahiplerinin kisisel verilerini ve 6zel nitelikli kisisel verilerini
Uclincu kisilere aktarabilmektedir.

Bu kapsamda IHLAS NET, kisisel verilerin aktarim siireclerinde KVKK’nin 8. maddesi ile 6ngériilen
diizenlemelere tam uyum saglamaktadir.

5.1.1. Kisisel Verilerin Aktarilmasi

IHLAS NET, mesru ve hukuka uygun kisisel veri isleme amaclari dogrultusunda, 6698 sayili
KVKK’'nin 5. maddesinde belirtilen kisisel veri isleme sartlarindan bir veya birkagina dayanarak
ve bu sartlarla sinirl olmak kaydiyla kisisel verileri Gi¢linci kisilere aktarabilmektedir. Bu
kapsamda kisisel veri aktarimi asagidaki hallerde mimkindir:

e Kisisel veri sahibinin agik rizasinin bulunmasi,

Kanunlarda kisisel verilerin aktarilacagina iliskin agik bir diizenleme bulunmasi,
e Kisisel veri sahibinin veya bir baskasinin hayatinin ya da beden biitiinliigliniin korunmasi
icin zorunlu olmasi ve kisisel veri sahibinin fiili imkansizlik nedeniyle rizasini

aciklayamayacak durumda bulunmasi veya rizasina hukuken gecerlilik taninmamasi,

e Bir s6zlesmenin kurulmasi veya ifasiyla dogrudan ilgili olmasi kaydiyla, s6zlesmenin
taraflarina ait kisisel verilerin aktarilmasinin gerekli olmasi,

e [HLAS NET’in hukuki yikimliliklerini yerine getirmesi icin aktarimin zorunlu olmasi,
e Kisisel verilerin, veri sahibi tarafindan alenilestirilmis olmasi,
o Kisisel veri aktariminin, bir hakkin tesisi, kullanilmasi veya korunmasi icin zorunlu olmasi,

e Kisisel veri sahibinin temel hak ve 6zgiirliiklerine zarar vermemek kaydiyla, iIHLAS NET’in
mesru menfaatleri icin aktarimin zorunlu olmasi.

5.1.2. Ozel Nitelikli Kisisel Verilerin Aktariimasi

IHLAS NET, gerekli 6zeni gostererek ve Kisisel Verileri Koruma Kurulu tarafindan éngériilen
yeterli teknik ve idari tedbirleri alarak, mesru ve hukuka uygun kisisel veri isleme amaclari
dogrultusunda 6zel nitelikli kisisel verileri yalnizca asagida belirtilen hallerde l¢linci kisilere



aktarabilmektedir:

e Kisisel veri sahibinin agik rizasinin bulunmasi,
o Kisisel veri sahibinin agik rizasinin bulunmamasi halinde:

eSaglik ve cinsel hayat disindaki 6zel nitelikli kisisel veriler (6rnegin: irk, etnik koken,
siyasi dustnce, felsefi inang, din, mezhep veya diger inanglar, kilik ve kiyafet,
dernek, vakif veya sendika Uyeligi, ceza mahk{miyeti ve glivenlik tedbirlerine iliskin
veriler ile biyometrik ve genetik veriler), kanunlarda 6ngoriilen hallerde,

eSaglik ve cinsel hayata iliskin 6zel nitelikli kigisel veriler ise yalnizca kamu saghiginin
korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim hizmetlerinin
yiiriitilmesi, saglk hizmetlerinin planlanmasi ve finansmaninin yénetimi amaciyla
ve sir saklama yikiimliiliigia bulunan kisiler veya yetkili kurum ve kuruluslar
tarafindan islenmek Uizere aktarilabilmektedir.

5.2. KiSISEL VERILERIN YURTDISINA AKTARILMASI

IHLAS NET, hukuka uygun kisisel veri isleme amaglari dogrultusunda ve gerekli giivenlik dnlemlerini
alarak, kisisel veri sahiplerine ait kisisel verileri ve 6zel nitelikli kisisel verileri Gglinci kisilere
yurtdisina aktarabilmektedir.

Bu kapsamda, kisisel veriler:

e KVK Kurulu tarafindan “Yeterli Korumaya Sahip Yabanci Ulke” olarak ilan edilen ilkelere,

e Yeterli korumanin bulunmamasi halinde ise; Turkiye’deki ve ilgili yabanci tGlkedeki veri
sorumlularinin yeterli korumayi yazili olarak taahhiit ettigi ve KVK Kurulu’nun izninin
bulundugu llkelere (“Yeterli Korumayi Taahhiit Eden Veri Sorumlusunun Bulundugu
Yabanci Ulke”)

aktarilabilmektedir.

IHLAS NET, yurtdisina veri aktarimi siireclerinde 6698 sayili KVKK’nin 9. maddesi ile 6ngdriilen
dizenlemelere tam uyum gostermektedir.

5.2.1. Kisisel Verilerin Yurtdisina Aktarilmasi

IHLAS NET, mesru ve hukuka uygun kisisel veri isleme amaclari dogrultusunda, kisisel veri sahibinin
acik rizasinin bulunmasi halinde veya kisisel veri sahibinin agik rizasi olmaksizin asagida
belirtilen sartlardan birinin varligi durumunda, kisisel verileri Yeterli Korumaya Sahip Yabanci
Ulkelere veya Yeterli Korumayi Taahhiit Eden Veri Sorumlusunun Bulundugu Yabanci Ulkelere
aktarabilmektedir:

e Kanunlarda kisisel verilerin aktarilacagina iliskin agik bir diizenleme bulunmasi,

e Kisisel veri sahibinin veya bir baskasinin hayatinin ya da beden biitiinliigliniin korunmasi
icin zorunlu olmasi ve kisisel veri sahibinin fiili imkansizlik nedeniyle rizasini
aciklayamayacak durumda bulunmasi veya rizasina hukuken gecerlilik taninmamasi,



Bir s6zlesmenin kurulmasi veya ifasiyla dogrudan ilgili olmasi kaydiyla, sd6zlesmenin
taraflarina ait kisisel verilerin aktarilmasinin gerekli olmasi,

IHLAS NET’in hukuki yiikiimlliklerini yerine getirmesi icin aktarimin zorunlu olmasi,
Kisisel verilerin, veri sahibi tarafindan alenilestirilmis olmasi,
Kigisel veri aktariminin, bir hakkin tesisi, kullanilmasi veya korunmasi i¢in zorunlu olmasi,

Kisisel veri sahibinin temel hak ve 6zgiirliiklerine zarar vermemek kaydiyla, iIHLAS NET’in
mesru menfaatleri igin aktarimin zorunlu olmasi.



5.2.2. Ozel Nitelikli Kisisel Verilerin Yurtdigina Aktarilmasi

IHLAS NET, gerekli 6zeni gostererek ve Kisisel Verileri Koruma Kurulu tarafindan éngoriilen yeterli
teknik ve idari tedbirleri alarak, mesru ve hukuka uygun kisisel veri isleme amaglari
dogrultusunda 6zel nitelikli kisisel verileri yalnizca asagida belirtilen hallerde Yeterli Korumaya
Sahip Yabanci Ulkelere veya Yeterli Korumayi Taahhiit Eden Veri Sorumlusunun Bulundugu
Yabanci Ulkelere aktarabilmektedir:

o Kisisel veri sahibinin agik rizasinin bulunmasi,
o Kisisel veri sahibinin agik rizasinin bulunmamasi halinde:

eSaglik ve cinsel hayat disindaki 6zel nitelikli kisisel veriler (6rnegin: irk, etnik koken,
siyasi dustnce, felsefi inang, din, mezhep veya diger inanglar, kilik ve kiyafet,
dernek, vakif ya da sendika Uyeligi, ceza mahk{miyeti, glivenlik tedbirlerine iliskin
veriler, biyometrik ve genetik veriler), kanunlarda 6ngériilen hallerde,

eSaglik ve cinsel hayata iliskin 6zel nitelikli kisisel veriler ise yalnizca kamu sagliginin
korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim hizmetlerinin
yiiriitilmesi, saghk hizmetleri ile finansmaninin planlanmasi ve yénetimi amaciyla
ve sir saklama yikiimliiliiga altindaki kisiler veya yetkili kurum ve kuruluslar
tarafindan islenmek lizere aktarilabilmektedir.

5.3. KiSISEL VERILERIN AKTARILDIGI UCUNCU KiSiLER VE AKTARILMA AMACLARI
IHLAS NET, 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 8. ve 9. maddelerine uygun olarak, isbu

Politika kapsaminda yer alan veri sahiplerinin kisisel verilerini agagida belirtilen kisi kategorilerine
aktarabilmektedir:

a) IHLAS NET is ortaklari

b) IHLAS NET tedarikgileri

c) ihlas Grubu sirketleri

d) IHLAS NET hissedarlari

e) IHLAS NET sirket yetkilileri

f) Hukuken yetkili kamu kurum ve kuruluslari

g) Hukuken yetkili 6zel hukuk kisileri

Aktarim yapilan kisi gruplarinin kapsami ve kisisel veri aktarim amaglari agsagida
detaylandirilmaktadir.



Veri Aktarimi Yapilabilecek

Kisiler

is Ortagi

IHLAS NET’in ticari faaliyetlerini
ylruturken, bizzat veya Grup
Sirketleri ile birlikte cesitli projeler
ylrtutmek, hizmet almak ya da
benzeri amaglarla is ortaklig
kurdugu taraflari ifade etmektedir.

ri Aktarim Amaci

Kisisel veriler, yalnizca is
ortakhiginin kurulma
amaglarinin yerine
getirilmesini temin etmek
amaciyla ve bu amaglarla
sinirh olarak is ortaklarina
aktarilabilmektedir.

Tedarikgi

IHLAS NET’in ticari faaliyetlerini
yuratirken, Sirket’in emir ve
talimatlarina uygun olarak ve
sdzlesmeye dayali sekilde IHLAS
NET’e hizmet sunan taraflari
ifade etmektedir.

Kisisel veriler, yalnizca tedarikgi
tarafindan sunulan hizmetlerden
yararlanilmasi amaciyla ve bu
amacla sinirli olarak tedarikgilere
aktarilabilmektedir.

IHLAS NET’in, tedarikgilerden
dis kaynakh olarak temin
ettigi ve ticari faaliyetlerini
yerine getirmek i¢in gerekli
olan hizmetlerin IHLAS NET’e
sunulmasini saglamak
amaciyla, kisisel veriler
yalnizca bu amagla sinirli
olarak tedarikgilere
aktarilabilmektedir.

Grup Sirketleri

ihlas Grubu sirketleri

Kisisel veriler, yalnizca ihlas
Grubu sirketlerinin
katilimini gerektiren ticari
faaliyetlerin yiiriitiilmesini
temin etmek amaciyla ve bu
amacla sinirli olarak Grup
Sirketleri ile
paylasilabilmektedir.




Hissedarlar

IHLAS NET’in hissedari gercek kisiler

Kisisel veriler, ilgili mevzuat
hiktumleri cercevesinde,
yalnizca IHLAS NET’in sirketler
hukuku islemleri, etkinlik
yonetimi ve kurumsal iletisim
surecleri kapsaminda
ylrittiga faaliyetlerin
amaglariyla sinirli olarak
hissedarlara
aktarilabilmektedir.

Sirket Yetkilileri

IHLAS NET’in yénetim kurulu tyeleri
ve diger yetkili gercek kisileri ifade

etmektedir.

Kisisel veriler, ilgili mevzuat
hiklGmleri cergevesinde,
yalnizca IHLAS NET’in ticari
faaliyetlerine iliskin stratejilerin
belirlenmesi, yonetimsel
kararlarin alinmasi ve en Ust
diizeyde idaresinin saglanmasi
amaciyla ve bu amaglarla sinirli
olarak sirket yetkililerine

aktarilabilmektedir.

Hukuken Yetkili Kamu Kurum
ve Kuruluslari

ilgili mevzuat hiikiimlerine gére
IHLAS NET’den bilgi ve belge
almaya yetkili kamu kurum ve
kuruluslar

ilgili kamu kurum ve
kuruluslarinin hukuki yetkisi
dahilinde talep ettigi amacla
sinirli olarak

Hukuken Yetkili Ozel Hukuk
Kisileri

ilgili mevzuat hikiimlerine
gére THLAS NET’den bilgi ve
belge almaya yetkili
hukuk kisileri

ozel

ilgili 6zel hukuk kisilerinin
hukuki yetkisi dahilinde talep
ettigi amacla sinirli olarak







6. BOLUM: KiSISEL VERILERIN KORUNMASI

IHLAS NET, 6698 sayil Kisisel Verilerin Korunmasi Kanunu’nun 12. maddesi uyarinca, islemekte
oldugu kisisel verilerin:

e Hukuka aykiri olarak islenmesini 6nlemek,
e Hukuka aykiri olarak erisilmesini engellemek,
e Guvenli bir sekilde muhafazasini saglamak

amaciyla uygun giivenlik diizeyini temin etmeye yonelik gerekli teknik ve idari tedbirleri
almaktadir.

Bu kapsamda IHLAS NET, gerekli i¢c denetimleri diizenli olarak yapmakta veya yaptirmakta ve kisisel
verilerin korunmasina iliskin stireglerini stirekli olarak gelistirmektedir.

6.1. KiSISEL VERILERIN GUVENLIGiNiN SAGLANMASI

6.1.1. Kisisel Verilerin Hukuka Uygun islenmesini Saglamak i¢in Alinan Teknik ve idari
Tedbirler

IHLAS NET, kisisel verilerin hukuka uygun islenmesini temin etmek amaciyla, teknolojik imkanlar ve
uygulama maliyetlerini dikkate alarak gerekli teknik ve idari tedbirleri almaktadir.

(a) Kisisel Verilerin Hukuka Uygun Islenmesini Saglamak igin Alinan Teknik Tedbirler

IHLAS NET tarafindan kisisel verilerin hukuka uygun islenmesini saglamak amaciyla alinan baslica
teknik tedbirler sunlardir:

e [HLAS NET biinyesinde yiiritiilen kisisel veri isleme faaliyetleri, kurulan teknik sistemler
aracihigiyla diizenli olarak denetlenmektedir.

e Alinan teknik 6nlemler, periyodik araliklarla i¢c denetim mekanizmasi ¢cergevesinde
degerlendirilmekte ve sonuglar ilgili birimlere raporlanmaktadir.

e Teknik konularda uzman ve yetkin personel istihdam edilerek veri isleme siireglerinin
glvenligi saglanmaktadir.

(b) Kisisel Verilerin Hukuka Uygun islenmesini Saglamak icin Alinan idari Tedbirler

IHLAS NET tarafindan kisisel verilerin hukuka uygun islenmesini saglamak amaciyla alinan
baslica idari tedbirler sunlardir:

e Calisanlar, kisisel verilerin korunmasi hukuku ve kisisel verilerin hukuka uygun islenmesi
konusunda duizenli olarak bilgilendirilmekte ve egitilmektedir.

e [HLAS NET’in yiiritmekte oldugu tiim faaliyetler, is birimleri 6zelinde detayli sekilde analiz
edilmekte; bu analizler sonucunda her is biriminin gerceklestirdigi ticari faaliyetlere iliskin



kisisel veri isleme faaliyetleri tespit edilmektedir.

e s birimleri tarafindan yiritilen kisisel veri isleme faaliyetlerinin, KVKK’da dngdriilen kisisel
veri isleme sartlarina uygunlugu saglanmakta; bu kapsamda, her bir faaliyet icin gerekli
hukuki uyum gereklilikleri belirlenmektedir.

e s birimi bazinda belirlenen uyum gerekliliklerinin karsilanmasi igin ilgili is birimlerinde
farkindalik olusturulmakta, uygulama kurallari tanimlanmakta ve bu kurallarin denetimi ile
surekliligi sirket ici politikalar ve egitimler yoluyla glivence altina alinmaktadir.

e [HLAS NET ile calisanlar arasindaki hukuki iliskileri diizenleyen sézlesme ve belgelere;
Sirket’in talimatlari ve kanuni istisnalar disinda kisisel verilerin islenmemesi, ifsa
edilmemesi ve kullanilmamasi yoniinde hiikimler eklenmekte, ¢alisanlarin farkindahgi
artirilmakta ve dizenli denetimler gergeklestirilmektedir.

6.1.2. Kisisel Verilerin Hukuka Aykiri Erisimini Engellemek i¢cin Alinan Teknik ve idari Tedbirler

IHLAS NET, kisisel verilerin tedbirsizlik, yetkisiz erisim, agiklama, aktarim veya herhangi bir sekilde
hukuka aykiri erisim risklerine karsi korunmasini saglamak amaciyla; verinin niteligini, teknolojik
imkanlari ve uygulama maliyetlerini dikkate alarak gerekli teknik ve idari tedbirleri almaktadir.

Bu kapsamda, kisisel verilere yalnizca yetkili kisiler tarafindan erisim saglanmakta, erisim yetkileri
dizenli olarak gbzden gegirilmekte ve veri glivenligini ihlal edebilecek riskler dnleyici sistemler ve
denetim mekanizmalariyla kontrol altinda tutulmaktadir.

(a) Kisisel Verilerin Hukuka Aykiri Erisimini Engellemek icin Alinan Teknik Tedbirler

IHLAS NET tarafindan kisisel verilerin hukuka aykiri erisimini engellemek amaciyla alinan baslica
teknik tedbirler sunlardir:

e Teknolojik gelismelere uygun glivenlik dnlemleri alinmakta, bu dnlemler dizenli araliklarla
glincellenmekte ve yenilenmektedir.

e s birimleri 6zelinde belirlenen hukuki uyum gerekliliklerine uygun olarak erisim kontrolii
ve yetkilendirme ¢oziimleri uygulanmaktadir.

e Erisim yetkileri sinirlandiriilmakta, bu yetkiler diizenli olarak gézden gecirilmekte ve
glincellenmektedir.

e Alinan teknik dnlemler, periyodik olarak i¢ denetim mekanizmalari araciligiyla kontrol
edilmekte; tespit edilen riskler yeniden degerlendirilerek gerekli teknolojik ¢c6ziimler
uretilmektedir.

e Viriis koruma sistemleri, giivenlik duvarlari ve benzeri giivenlik yazilimlari ve donanimlari
kullaniimaktadir.

e Teknik konularda yetkin personel istihdam edilerek veri glivenligi stireglerinin yonetilmesi
saglanmaktadir.



e Kisisel verilerin toplandigi uygulamalar diizenli olarak giivenlik testlerine ve taramalara
tabi tutulmakta; tespit edilen glvenlik agiklari en kisa siirede giderilmektedir.

(b) Kisisel Verilerin Hukuka Aykiri Erisimini Engellemek igin Alinan idari Tedbirler

IHLAS NET tarafindan kisisel verilerin hukuka aykiri erisimini engellemek amaciyla alinan baslica
idari tedbirler sunlardir:

e Calisanlar, kisisel verilere hukuka aykiri erisimi dnlemeye yonelik alinan teknik ve idari
tedbirler konusunda diizenli olarak bilgilendiriimekte ve egitilmektedir.

e s birimleri d6zelinde, kisisel veri isleme faaliyetleri hukuki uyum gerekliliklerine uygun
sekilde tasarlanmakta ve bu dogrultuda erisim ve yetkilendirme siiregleri olusturulmakta
ve uygulanmaktadir.

e Calisanlar, 6grendikleri kisisel verileri KVKK hiikiimlerine aykiri olarak tigiincii kisilerle
paylasamayacaklari ve isleme amaci disinda kullanamayacaklari konusunda
bilgilendirilmekte; bu ylukimliliklerin gorevden ayrilmalarindan sonra da devam
edecegine iliskin gizlilik taahhiitleri alinmaktadir.

e [HLAS NET tarafindan kisisel verilerin hukuka uygun olarak aktarildig tiglincii kisilerle
akdedilen sozlesmelere; kisisel verilerin korunmasina yonelik gerekli glivenlik tedbirlerinin
alinacagina ve bu tedbirlere kendi kuruluslarinda da uyulmasinin saglanacagina iliskin
hikimler eklenmektedir.

6.1.3. Kisisel Verilerin Gilivenli Ortamlarda Saklanmasi

IHLAS NET, kisisel verilerin giivenli ortamlarda saklanmasini saglamak ve bu verilerin hukuka
aykiri amagclarla yok edilmesini, kaybolmasini veya degistirilmesini dnlemek amaciyla,
teknolojik imkanlar ve uygulama maliyetlerini dikkate alarak gerekli teknik ve idari tedbirleri
almaktadir.

Bu kapsamda, verilerin glivenli sekilde saklanabilmesi igin erisim kontrolleri, sifreleme
yontemleri, yedekleme sistemleri ve yetkilendirme mekanizmalari uygulanmakta; ayrica veri
glvenligine iliskin slireclerin strekliligi diizenli denetimler ile saglanmaktadir.

(a) Kisisel Verilerin Giivenli Ortamlarda Saklanmasi igcin Alinan Teknik Tedbirler

IHLAS NET tarafindan kisisel verilerin giivenli ortamlarda saklanmasini saglamak amaciyla alinan
baslica teknik tedbirler sunlardir:

e Kisisel verilerin guivenli sekilde saklanmasi igin teknolojik gelismelere uygun sistemler
kullanilmaktadir.

e Veri givenligi sireclerinin yonetilmesi icin teknik konularda uzman personel istihdam
edilmektedir.

e Saklama alanlarina yonelik teknik giivenlik sistemleri kurulmakta; alinan énlemler
periyodik olarak i¢ denetim mekanizmalari cercevesinde raporlanmakta, risk teskil eden
hususlar yeniden degerlendirilerek gerekli teknolojik coziimler uygulanmaktadir.



e Kisisel verilerin giivenli bicimde saklanmasini temin etmek icin hukuka uygun yedekleme
programlari kullaniimaktadir.

e Veri depolama alanlarina erisimler loglanmakta, uygunsuz erisimler veya erisim
denemeleri tespit edilerek ilgililere anlik bildirim yapilmaktadir.

(b) Kisisel Verilerin Giivenli Ortamlarda Saklanmasi icin Alinan idari Tedbirler

IHLAS NET tarafindan kisisel verilerin giivenli ortamlarda saklanmasini saglamak amaciyla alinan
baslica idari tedbirler sunlardir:

e Calisanlar, kisisel verilerin giivenli bir bicimde saklanmasi hususunda diizenli olarak
egitilmekte ve bilgilendirilmektedir.

e Kisisel verilerin saklanmasi konusunda teknik gereklilikler nedeniyle tglinci taraflardan
hizmet alinmasi durumunda, ilgili firmalarla akdedilen s6zlesmelere; kisisel verilerin
korunmasi amaciyla gerekli glivenlik tedbirlerinin alinacagina ve bu tedbirlere kendi
kuruluslarinda da uyulmasinin saglanacagina iliskin hikiimler eklenmektedir.

6.1.4. Kisisel Verilerin Yetkisiz Bir Sekilde ifsasi Durumunda Alinacak Tedbirler

IHLAS NET, 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 12. maddesi uyarinca,
islenen kisisel verilerin kanuni olmayan yollarla Gglinci kisiler tarafindan elde edilmesi
durumunda, bu ihlalin en kisa sirede ilgili kisisel veri sahiplerine ve Kisisel Verileri Koruma
Kurulu’na (KVK Kurulu) bildirilmesini saglayan bir sistem isletmektedir.

KVK Kurulu tarafindan gerekli goriilmesi halinde, s6z konusu ihlal kamuoyuna KVK Kurulu’nun
internet sitesi veya uygun gorilecek baska yontemlerle duyurulabilmektedir.

6.2. VERi SAHiBiNiN HAKLARININ GOZETILMESi; BU HAKLARI SiRKETiMIZE iLETECEGI
KANALLARIN OLUSTURULMASI VE VERi SAHIPLERINiIN TALEPLERININ DEGERLENDIRMESi

IHLAS NET, kisisel veri sahiplerinin haklarinin etkin bicimde kullanilabilmesi ve gerekli
bilgilendirmenin yapilabilmesi amaciyla, 6698 sayil Kisisel Verilerin Korunmasi Kanunu’nun
(“KVKK”) 13. maddesine uygun olarak gerekli basvuru kanallarini, ig isleyisi ile idari ve teknik
dizenlemeleri hayata gecirmektedir.

Kisisel veri sahipleri, asagida siralanan haklarina iliskin taleplerini yazili olarak IHLAS NET’e

iletebilmektedir. IHLAS NET, talebin niteligine gére basvurulari en geg otuz (30) giin icerisinde
Ucretsiz olarak sonuglandirmaktadir. Ancak, KVK Kurulu tarafindan bir icret dngériilmesi halinde,
islemler Kurul tarafindan belirlenen tarifeye uygun olarak tcretlendirilmektedir.
Kisisel veri sahipleri KVKK kapsaminda asagidaki haklara sahiptir:

e Kisisel verilerinin islenip islenmedigini 6§renme,

e Kisisel verileri islenmisse buna iliskin bilgi talep etme,

e Kisisel verilerin islenme amacini ve bunlarin amacina uygun kullanilip kullanilmadigini



O0grenme,
e Yurticinde veya yurt disinda kisisel verilerin aktarildig Gglnci kisileri bilme,

e Kisisel verilerin eksik veya yanlis islenmis olmasi halinde bunlarin diizeltiimesini isteme ve
bu kapsamda yapilan islemin kisisel verilerin aktarildig Gglinci kisilere bildirilmesini talep
etme,

e KVKK ve ilgili diger kanun hikimlerine uygun olarak islenmis olmasina ragmen, islenmesini
gerektiren sebeplerin ortadan kalkmasi halinde kisisel verilerin silinmesini veya yok
edilmesini isteme ve bu kapsamda yapilan islemin kisisel verilerin aktarildig Gglinci kisilere
bildirilmesini talep etme,

e islenen verilerin miinhasiran otomatik sistemler vasitasiyla analiz edilmesi suretiyle kisi
aleyhine bir sonucun ortaya ¢cikmasina itiraz etme,

e Kisisel verilerin kanuna aykiri olarak islenmesi sebebiyle zarara ugramasi halinde zararin
giderilmesini talep etme.

Kisisel veri sahiplerinin haklari ile ilgili ayrintil bilgilere bu Politika’nin 9. Bélimiinde yer
verilmektedir.



6.3. OZEL NITELIKLi KiSiSEL VERILERIN KORUNMASI

6698 sayili Kisisel Verilerin Korunmasi Kanunu (“KVKK”) kapsaminda, hukuka aykiri islendiginde
kisilerin magduriyetine veya ayrimciliga sebep olma riski tagiyan bazi kisisel verilere 6zel onem
atfedilmistir. Bu veriler; irk, etnik koken, siyasi diisiince, felsefi inang, din, mezhep veya diger
inanglar, kilik ve kiyafet, dernek, vakif ya da sendika liyeligi, saglik, cinsel hayat, ceza
mahkamiyeti ve giivenlik tedbirlerine iliskin veriler ile biyometrik ve genetik verilerdir.

IHLAS NET, KVKK ile “6zel nitelikli” olarak tanimlanan kisisel verilerin islenmesi ve korunmasi
slreglerinde azami 6zen ve hassasiyet gdstermektedir. Bu kapsamda, 6zel nitelikli kisisel verilerin
korunmasi icin alinan teknik ve idari tedbirler titizlikle uygulanmakta, diizenli denetim
mekanizmalari isletiimekte ve ilgili stireglerin siirekliligi glivence altina alinmaktadir.

Ozel nitelikli kisisel verilerin islenmesine iliskin ayrintili bilgilere bu Politika’nin 3. Béliimiinde yer
verilmektedir.

6.4. iS BIRIMLERININ KiSiSEL VERILERIN KORUNMASI VE iSLENMESi KONUSUNDA
FARKINDALIKLARININ ARTTIRILMASI VE DENETIMI

IHLAS NET, kisisel verilerin hukuka aykiri olarak islenmesini ve verilere yetkisiz erisimi 6nlemek
ile verilerin glivenli sekilde muhafazasini saglamak amaciyla, is birimlerinin farkindaligini
artirmaya yonelik diizenli egitim faaliyetleri gergeklestirmektedir.

IHLAS NET biinyesindeki mevcut ¢alisanlarin yani sira yeni géreve baslayan calisanlarin da kisisel
verilerin korunmasi konusunda bilinglendirilmesi icin gerekli sistemler kurulmakta; ihtiyag
duyuldugunda konunun uzmani profesyonellerden destek alinmaktadir.

is birimlerinin kisisel verilerin korunmasi ve islenmesi konusundaki farkindaligini artirmaya yénelik
ylritilen egitim ve bilgilendirme faaliyetlerinin sonuglari, IHLAS NET’e diizenli olarak
raporlanmaktadir. Bu raporlar dogrultusunda, iIHLAS NET ilgili egitimlere, seminerlere ve
bilgilendirme oturumlarina yapilan katiimlari degerlendirmekte, gerekli denetimleri yapmakta
veya yaptirmaktadir.

Ayrica, ilgili mevzuatta yapilan glincellemeler dikkate alinarak egitim igerikleri diizenli olarak
giincellenmekte ve yenilenmektedir.

6.5. iS ORTAKLARI VE TEDARIKGILER’IN KiSiSEL VERILERIN KORUNMASI VE iSLENMESI
KONUSUNDAKI FARKINDALIKLARININ ARTTIRILMASI VE DENETIMI

IHLAS NET, kisisel verilerin hukuka aykiri olarak islenmesini ve verilere yetkisiz erisimi énlemek
ile verilerin glivenli bir sekilde muhafazasini saglamak amaciyla, is Ortaklari ve Tedarikgileri icin
dizenli egitim ve seminerler gerceklestirilmesini saglamaktadir.

Mevcut calisanlarin yani sira yeni goreve baslayan calisanlarin da kisisel verilerin korunmasi
konusunda bilinclendirilmesi icin gerekli sistemler kurulmaktadir. ihtiyac duyulmasi halinde
konunun uzmani profesyonellerden destek alinmaktadir.

7. BOLUM: KiSISEL VERILERIN SIiLINMESI, YOK EDILMESi VE



ANONIMLESTIRILMESi

IHLAS NET, 5237 sayil Tiirk Ceza Kanunu’nun 138. maddesi ve 6698 sayili Kisisel Verilerin
Korunmasi Kanunu’nun (KVKK) 7. maddesi uyarinca; islenmis olmasina ragmen islenmesini
gerektiren sebeplerin ortadan kalkmasi halinde, kisisel verileri silmek, yok etmek veya anonim
hale getirmekle ylikimlidur.

Bu kapsamda kisisel veriler, IHLAS NET’in kendi inisiyatifiyle veya kisisel veri sahibinin basvurusu
Uzerine, ilgili mevzuata uygun yontemlerle silinmekte, yok edilmekte veya anonimlestiriimektedir.

7.1. iHLAS NET'in KiSiSEL VERILERi SiLME, YOK ETME VE ANONiMLESTiRME
YUKUMLULUGU

5237 sayili Turk Ceza Kanunu’nun 138. maddesi ve 6698 sayili Kisisel Verilerin Korunmasi
Kanunu’nun (KVKK) 7. maddesi uyarinca, islenmis olmasina ragmen islenmesini gerektiren
sebeplerin ortadan kalkmasi halinde, kisisel veriler IHLAS NET’in karari {izerine veya ilgili kisinin
talebi dogrultusunda silinir, yok edilir veya anonim hale getirilir.

IHLAS NET, bu yukiimluligina ilgili mevzuata uygun olarak yerine getirmekte olup, kisisel verilerin
silinmesi, yok edilmesi ve anonimlestirilmesi stireglerini bu bolimde agiklanan yontemlerle
ylritmektedir.

7.2. KiSISEL VERILERIN SiLINMESI, YOK EDILMESi VE ANONIMLESTIRILMESI TEKNIKLERI
7.2.1. Kisisel Verilerin Silinmesi ve Yok Edilmesi Teknikleri

IHLAS NET, ilgili kanun hiikiimlerine uygun olarak islenmis olmasina ragmen islenmesini
gerektiren sebeplerin ortadan kalkmasi halinde, kendi karariyla veya kisisel veri sahibinin talebi
Uzerine kisisel verileri silebilir veya yok edebilir.

IHLAS NET tarafindan en sik kullanilan silme ve yok etme teknikleri asagida aciklanmaktadir:

(a) Fiziksel Olarak Yok Etme

Kisisel veriler, herhangi bir veri kayit sisteminin pargasi olmak kaydiyla otomatik olmayan
yollarla da islenebilmektedir. Bu tir veriler silinirken/yok edilirken, bir daha kullanilmayacak
sekilde fiziksel imha yontemi uygulanmaktadir.

(b) Yazilimdan Giivenli Olarak Silme

Tamamen veya kismen otomatik yollarla islenen ve dijital ortamlarda muhafaza edilen kisisel
veriler silinirken/yok edilirken, verinin bir daha kurtarilamayacak bicimde ilgili yaziimdan
silinmesini saglayan glivenli silme yontemleri kullaniimaktadir.

(c) Uzman Tarafindan Giivenli Olarak Silme

Bazi durumlarda IHLAS NET, kisisel verilerin giivenli bir bicimde silinmesi veya yok edilmesi icin
konusunda uzman kisi veya kuruluslardan hizmet alabilmektedir. Bu durumda, kisisel veriler
uzman tarafindan geri getirilemeyecek sekilde silinir veya yok edilir.



7.2.2. Kisisel Verileri Anonim Hale Getirme Teknikleri

Kisisel verilerin anonimlestirilmesi, bu verilerin baska verilerle eslestirilse dahi hicbir surette
kimligi belirli veya belirlenebilir bir gergek kisiyle iliskilendirilemeyecek hale getirilmesini ifade
eder.

IHLAS NET, hukuka uygun olarak islenen kisisel verilerin islenmesini gerektiren sebeplerin ortadan
kalkmasi halinde, kisisel verileri anonim hale getirebilmektedir.

6698 sayili KVKK'nin 28. maddesi uyarinca; anonim hale getirilen kisisel veriler arastirma,
planlama ve istatistik gibi amaglarla islenebilir. Bu tir islemler KVKK kapsami disinda olup, kisisel
veri sahibinin agik rizasi aranmamaktadir. Ayni sekilde, anonim hale getirilerek islenen veriler KVKK
kapsami disinda degerlendirileceginden, Politika’nin 9. Bolimiinde diizenlenen haklar bu veriler
icin uygulanmayacaktir.

IHLAS NET tarafindan en ¢ok kullanilan anonimlestirme teknikleri asagida aciklanmaktadir:

(a) Maskeleme:

Maskeleme yéntemi ile kisisel verilerin temel belirleyici unsurlari veri setinden ¢ikarilarak, kisisel
verilerin anonim hale getirilmesi saglanmaktadir.

Ornek: Veri sahibini tanimlamaya imkdn veren isim, T.C. kimlik numarasi gibi bilgilerin ¢ikariimasiyla,
veri sahibinin tanimlanmasinin miimkiin olmadigi bir veri seti olusturulmasi.

(b) Toplulastirma:

Toplulastirma yontemi ile bir¢ok veri bir araya getirilerek kisisel veriler, herhangi bir kisiyle
iliskilendirilemeyecek hale getirilmektedir.

Ornek: Calisanlarin yaslarinin tek tek gésterilmesi yerine, “X yasinda Z kadar ¢calisan
bulunmaktadir” seklinde toplulastirilmis bilgi sunulmasi.

(c) Veri Tiiretme:

Veri tiiretme ydntemi ile kisisel verinin icerigi daha genel bir icerikle degistirilerek, herhangi bir
kisiyle iliskilendirilemeyecek hale getirilmesi saglanmaktadir.

Ornek: Dogum tarihleri yerine yalnizca yaslarin belirtilmesi veya acik adres bilgisi yerine yalnizca
ikamet edilen bélgenin paylasiimasi.

(d) Veri Karma:

Veri karma yéntemi ile kisisel veri seti icindeki degerler karistirilarak, bu dederler ile kisiler
arasindaki bagin koparilmasi saglanmaktadir.

Ornek: Ses kayitlarinin niteliginin degistirilmesi suretiyle, sesler ile veri sahibinin
iliskilendirilemeyecek hale getirilmesi.



8. BOLUM: KiSISEL VERi SAHIPLERININ HAKLARI; BU HAKLARIN
KULLANILMASI VE DEGERLENDIRILMESIi METODOLOJISI

IHLAS NET, 6698 sayil Kisisel Verilerin Korunmasi Kanunu’nun (KVKK) 10. maddesi uyarinca
kisisel veri sahiplerini haklari konusunda bilgilendirmekte ve bu haklarin nasil kullanilacagina
dair gerekli yonlendirmeleri yapmaktadir.

Ayrica, kisisel veri sahiplerinin basvurularinin degerlendirilmesi ve kendilerine gerekli
bilgilendirmenin saglanmasi amaciyla, KVKK’nin 13. maddesine uygun olarak gerekli bagvuru
kanallarini, ic isleyisi ile idari ve teknik diizenlemeleri tesis etmektedir.

Bu kapsamda, kisisel veri sahiplerinin haklarinin etkin bir bicimde kullanilabilmesi igin stregler
seffaf, denetlenebilir ve mevzuata uygun sekilde ylritilmektedir.

8.1VERIi SAHIBINiIN HAKLARI VE BU HAKLARINI KULLANMASI

8.1.1 Kisisel Veri Sahibinin Haklar

6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun 11. maddesi uyarinca, kisisel veri sahipleri
asagida belirtilen haklara sahiptir:

1. Kisisel verilerinin islenip islenmedigini 6§renme,
2. Kisisel verileri islenmisse buna iliskin bilgi talep etme,

3. Kisisel verilerin islenme amacini ve bunlarin amacina uygun kullanilip kullaniimadigini
0grenme,

4. Yurticinde veya yurt disinda kisisel verilerin aktarildigi Gi¢linci kisileri bilme,

5. Kisisel verilerin eksik veya yanlis islenmis olmasi halinde bunlarin dizeltilmesini isteme ve
bu kapsamda yaplilan islemin, kisisel verilerin aktarildig Gglinci kisilere bildirilmesini talep
etme,

6. KVKK ve ilgili diger mevzuat hikiimlerine uygun olarak islenmis olmasina ragmen,
islenmesini gerektiren sebeplerin ortadan kalkmasi halinde kisisel verilerin silinmesini veya
yok edilmesini isteme ve bu kapsamda yapilan islemin, kisisel verilerin aktarildigi Gglnci

kisilere bildirilmesini talep etme,

7. islenen verilerin miinhasiran otomatik sistemler vasitasiyla analiz edilmesi suretiyle kisi
aleyhine bir sonucun ortaya ¢ikmasina itiraz etme,

8. Kisisel verilerin kanuna aykiri olarak islenmesi sebebiyle zarara ugramasi halinde zararin
giderilmesini talep etme.

8.1.2 Kisisel Veri Sahibinin Haklarini ileri Stiremeyecegi Haller

Kisisel veri sahipleri, 6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun (KVKK) 28. maddesi



uyarinca asagida belirtilen durumlarda, 8.1.1. maddede sayilan haklariniileri siremezler. Bu
haller KVKK kapsami disinda tutulmaktadir:

1. Kisisel verilerin, resmf istatistik ile anonim hale getirilmek suretiyle arastirma, planlama ve
istatistik amaglariyla islenmesi.

2. Kisisel verilerin, milll savunma, millt giivenlik, kamu glvenligi, kamu diizeni, ekonomik
glvenlik, 6zel hayatin gizliligi veya kisilik haklarini ihlal etmemek ya da sug teskil etmemek
kaydiyla, sanat, tarih, edebiyat veya bilimsel amaglarla ya da ifade 6zgiirliigii kapsaminda
islenmesi.

3. Kisisel verilerin, milll savunmayi, milli givenligi, kamu givenligini, kamu diizenini veya
ekonomik guivenligi saglamaya yonelik olarak kanunla gorev ve yetki verilmis kamu kurum
ve kuruluglar tarafindan ydiritilen 6nleyici, koruyucu ve istihbari faaliyetler kapsaminda
islenmesi.

4. Kisisel verilerin, sorusturma, kovusturma, yargilama veya infaz islemlerine iliskin olarak
yargl makamlari veya infaz mercileri tarafindan islenmesi.

8.1.3 Kisisel Veri Sahibinin Haklarini Kullanmasi

6698 sayili Kisisel Verilerin Korunmasi Kanunu’nun (KVKK) 28/2. maddesi uyarinca, asagida sayilan
hallerde kisisel veri sahipleri zararin giderilmesini talep etme hakki sakl kalmak kaydiyla, maddede
belirtilen diger haklarini ileri siremezler.

1. Kisisel veri islemenin, sug islenmesinin dnlenmesi veya sug sorusturmasi igin gerekli
olmasi.

2. Kisisel veri sahibinin, kendi alenilestirdigi kisisel verilerin islenmesi.

3. Kisisel veri islemenin, kanunla yetkilendirilmis kamu kurum ve kuruluslari ile kamu kurumu
niteligindeki meslek kuruluslarinca denetleme veya diizenleme gorevlerinin yiritilmesi
ya da disiplin sorusturma veya kovusturmalari icin gerekli olmasi.

4. Kisisel veri islemenin, biitce, vergi ve mali konulara iliskin olarak Devletin ekonomik ve
mali gikarlarinin korunmasi igin gerekli olmasi.

8.1.4 Kisisel Veri Sahibinin Haklarini Kullanmasi

Kisisel veri sahipleri, bu bélimiin 8.1.1. basligi altinda sayilan haklarina iliskin taleplerini,
kimliklerini dogrulayici bilgi ve belgelerle birlikte asagida belirtilen yontemlerden biri ile veya
Kisisel Verileri Koruma Kurulu’nun belirledigi diger yontemlerle, Basvuru Formu’nu doldurup
imzalayarak IHLAS NET e {icretsiz olarak iletebilirler:

1. https://www.ihlas.net.tr/ adresinde yer alan basvuru formunun doldurulup islak imzali bir
nlshasinin bizzat elden veya noter araciligiyla su adrese ulastirilmasi:
Mihlas Medya Center, 34530 Yenibosna / istanbul



2. https://www.ihlas.net.tr/ adresinde yer alan basvuru formunun doldurulup (KEP ADRESI)
adresine elektronik posta yoluyla gonderilmesi.

Kisisel veri sahipleri adina tglnci kisilerin basvuruda bulunabilmesi icin, veri sahibi tarafindan
noter kanaliyla diizenlenmis 6zel vekaletname ibraz edilmesi zorunludur.



8.1.5 Kisisel Veri Sahibinin KVK Kurulu’na Sikayette Bulunma Hakki

Kisisel veri sahibi, 6698 sayili Kigisel Verilerin Korunmasi Kanunu’nun 14. maddesi uyarinca;

e Basvurunun reddedilmesi,
e Verilen cevabin yetersiz bulunmasi veya
e Siiresiicerisinde basvuruya cevap verilmemesi

hallerinde, IHLAS NET’in cevabini 8grendigi tarihten itibaren otuz (30) giin ve her halde basvuru
tarihinden itibaren altmis (60) giin iginde Kisisel Verileri Koruma Kurulu’na (KVK Kurulu) sikayette
bulunma hakkina sahiptir.

8.2 iHLAS NET'in BASVURULARA CEVAP VERMESi

Grup Sirketlerinin ylrattugi kisisel veri isleme faaliyetlerine iliskin basvurularin, ilgili Grup
Sirketine yapilmasi gerekmektedir. IHLAS NET’e ise yalnizca, IHLAS NET’in KVK Kanunu
kapsaminda veri sorumlusu sifatini tasidigi durumlarda basvuru yapilmalidir.

Bu kapsamda, IHLAS NET veri sorumlusu olarak;

e Kisisel verilerin dogrudan ilgili kisiden toplandigi durumlarda veya

e ilgili Grup Sirketiile IHLAS NET arasinda gerceklestirilen veri paylasiminin, KVKK
kapsaminda “veri sorumlusundan veri sorumlusuna aktarim” niteligi tasidigi hallerde,

basvurularin muhatabidir.

Bunun disinda, ilgili Grup Sirketinin veri sorumlusu oldugu kisisel veri isleme faaliyetlerine iligskin
basvurular, dogrudan ilgili Grup Sirketine yapilmalidir.

8.2.1 IHLAS NET’in Basvurulara Cevap Verme Usulii ve Siiresi

Kisisel veri sahibinin, bu bolimin 8.1.3. bashgi altinda belirtilen usule uygun olarak talebini
IHLAS NET’e iletmesi durumunda, IHLAS NET s6z konusu talebi niteligine gére en gec otuz (30)
glin icerisinde Ucretsiz olarak sonuglandirir.

Ancak, Kisisel Verileri Koruma Kurulu (“KVK Kurulu”) tarafindan bir ticret dngoriilmesi halinde,
basvuru sahibi tarafindan s6z konusu tcretin KVK Kurulu tarafindan belirlenen tarifeye uygun
sekilde 6denmesi gerekecektir.

8.2.2 iHLAS NET’in Basvuruda Bulunan Kisisel Veri Sahibinden Talep Edebilecegi Bilgiler

IHLAS NET, basvuruda bulunan kisinin gercekten kisisel veri sahibi olup olmadigini teyit
edebilmek amaciyla, ilgili kisiden ek bilgi talep edebilir. Ayrica, basvuruda yer alan hususlarin
daha acik ve anlasilir hale getirilmesi icin, kisisel veri sahibine basvurusu ile ilgili ek sorular
yoneltilebilir.



8.2.3 IHLAS NET’in Kisisel Veri Sahibinin Basvurusunu Reddetme Hakki

IHLAS NET, asagida belirtilen durumlarda kisisel veri sahibinin basvurusunu, gerekcesini

aciklamak suretiyle reddedebilir:

1.

10.

11.

Kisisel verilerin, resmi istatistik ile anonim hale getirilmek suretiyle arastirma, planlama ve
istatistik amaglariyla islenmesi.

. Kisisel verilerin; milll savunma, milli glivenlik, kamu glivenligi, kamu dizeni, ekonomik

glvenlik, 6zel hayatin gizliligi veya kisilik haklarini ihlal etmemek ya da sug teskil etmemek
kaydiyla; sanat, tarih, edebiyat veya bilimsel amaclarla ya da ifade 6zgirligi kapsaminda
islenmesi.

. Kisisel verilerin, milll savunma, milli glivenlik, kamu glivenligi, kamu diizeni veya ekonomik

glivenligi saglamaya yonelik olarak kanunla gérev ve yetki verilmis kamu kurum ve
kuruluslan tarafindan yiratilen 6nleyici, koruyucu ve istihbari faaliyetler kapsaminda
islenmesi.

. Kisisel verilerin, sorusturma, kovusturma, yargilama veya infaz islemlerine iliskin olarak

yargl makamlari veya infaz mercileri tarafindan islenmesi.

. Kisisel veri islemenin, sug islenmesinin 6nlenmesi veya sug sorusturmasi icin gerekli

olmasi.

. Kisisel verilerin, veri sahibi tarafindan alenilestirilmis olmasi.

. Kisisel veri islemenin, kanunun verdigi yetkiye dayanilarak gorevli ve yetkili kamu kurum ve

kuruluslari ile kamu kurumu niteligindeki meslek kuruluslari tarafindan denetleme veya
diizenleme gorevlerinin yuratilmesi ile disiplin sorugturmasi veya kovusturmasi igin gerekli
olmasi.

. Kisisel veri islemenin, biitge, vergi ve mali konulara iliskin olarak Devletin ekonomik ve

mali ¢ikarlarinin korunmasi igin gerekli olmasi.

. Kisisel veri sahibinin talebinin, baskalarinin hak ve o6zgiirliiklerini engelleme ihtimali

bulunmasi.
Talebin, orantisiz caba gerektiren nitelikte olmasi.

Talep edilen bilginin, kamuya agik bir bilgi olmasi.



9. BOLUM: iHLAS NET KiSiSEL VERILERIN KORUNMASI VE
ISLENMESI POLITIKASI YONETIM YAPISI

Bu Politika’nin gereklerini yerine getirmek, kisisel verilerin korunmasi mevzuatina uyumu saglamak,
Politika’nin uygulanmasini stirdiirmek, yénetmek ve siirekli olarak gelistirmek amaciyla karar
alma yetkisine sahip, list yonetime raporlama yapan ve Sirket biinyesinde gerekli
koordinasyonu saglayan bir yonetim yapisi olusturulmustur.

KVKK diizenlemelerine uyumun saglanmasi ve IHLAS NET Kisisel Verilerin Korunmasi ve islenmesi
Politikasi’nin etkin bir sekilde yiiriitiilmesi amaciyla, IHLAS NET ve tiim Grup Sirketleri biinyesinde
Kisisel Verilerin Korunmasi igin sorumlular belirlenmistir.. Ayrica, Politika’nin Grup Sirketleri
genelinde yeknesak sekilde uygulanmasini ve yonetilmesini saglamak tizere Kisisel Verilerin
Korunmasi Alt

Sorumlularn olugturulmustur.
KVKK Sorumlularinin Gorevleri
e [HLAS NET ve Grup Sirketleri tarafindan kisisel verilerin korunmasi ve giivenligine yonelik
alinan teknik ve idari tedbirlerin, ilgili mevzuat, politika, prosediir ve talimatlara uyumunu,

isleyisini ve etkinligini takip etmek ve denetlemek.

e Denetim faaliyetlerini kendi organizasyonu araciligiyla gerceklestirmek veya gerekli
gordigi durumlarda dis denetim firmalarina yaptirmak.

e Grup Sirketlerinde Politika’nin uygulanmasini, denetim sonuclarini ve alinmasi gereken
aksiyonlarin takibini saglamak.

e Veriisleyenlerden gelen raporlari degerlendirmek, dogrulama testlerini yapmak veya
yaptirmak, gerekli iyilestirmeleri saglamak.

e Kisisel verilerin korunmasina yonelik alinan tedbirlerin gelistirilmesi ve iyilestirilmesi i¢in
ilgili icra birimlerinin calismalarini yénlendirmek.

Alt Sorumlularin Gorevleri

e Kisisel verilerin korunmasi ve islenmesine iliskin temel politikalari hazirlamak, gerektiginde
giincellemek ve {ist yénetimin onayina sunulmak tizere iK ya iletmek.

e Politikalarin uygulanma ve denetim yontemlerini belirlemek, sirket ici gérevlendirmeleri ve
koordinasyonu saglamak, bunlari iK nin onayina sunmak.

o KVKK ve ilgili mevzuata uyum icin yapilmasi gereken hususlari tespit etmek, uygulanmasini
gdzetmek ve iK ya raporlamak.

e Sirket icinde ve is iliskisi bulunan kurumlarda kisisel verilerin korunmasina yonelik
farkindaligi artirmak.



Kisisel veri isleme faaliyetlerindeki riskleri belirlemek, 6nlemleri gelistirmek ve Ust
yonetime 6neriler sunmak.

Kigisel veri sahiplerinin kanuni haklari ve isleme faaliyetleri hakkinda bilgilendirilmesi
amaciyla egitim ve farkindalik faaliyetleri diizenlenmesini iK na dnermek.

Kisisel veri sahiplerinden gelen basvurulari en {st diizeyde karara baglanmak tizere iK ya
iletmek.

Kisisel verilerin korunmasina iliskin ulusal ve uluslararasi gelismeleri takip etmek, mevzuat
degisiklikleri dogrultusunda 6neriler gelistirmek.

Ust ydnetim ve iK tarafindan verilen diger gérevleri icra etmek.



